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1. Information Technology Assessment


The purpose of this questionnaire is to provide Fulton County a high-level overview of the vendor’s proposed information technology solution and the environment that will be required to support the solution.  Vendors are required to respond to all questions listed below.  If a question does not apply to the proposed solution, the vendor must provide an explanation. 

		1. Will this solution be hosted by the vendor (i.e. no hardware will be installed within Fulton County’s firewall or DMZ)?



		



		2. If you answered “NO” above, please provide details on all hardware and connectivity requirements.



		



		3. Do you have an infrastructure diagram that outlines basic system architecture? If yes, please provide.



		



		4. Please provide a high-level overview of the software components of the proposed solution.



		



		5. Approximately how many servers will be required for the proposed solution?  List the function of each server.



		



		6. How many environments do you recommend for the proposed solution?



		



		7. Can the application be implemented in a virtual environment (including web and database servers)? 



		



		8. Please explain the solutions data storage requirements.



		



		9. Is the proposed solution a web-based application or client/server?



		



		10.  Will the proposed solution store, process, or access any sensitive data (e.g. PCI, credit card numbers, social security numbers, HIPAA, etc.)?  If so, how will you ensure the security of data, and transmission of such data?



		





		The following space is provided for vendor’s to detail any instances where there proposed solution is not in compliance with the following IT Requirements & Standards.



		





2. IT Requirements and Standards

2.1. Overview and Objectives

The Fulton County Information Technology (IT) is a centralized IT Department supporting all departments within Fulton County. IT is empowered through Fulton County Code, Policies and Procedures as the agency responsible for establishing, updating, enforcing, and retiring information technology (hardware, software and supporting infrastructure) requirements as well as its standards. IT requirements and standards ensure alignment, consistency, and modernization in the selection and maintenance of information systems used within the County. 


The objective in providing vendors IT requirements & standards are threefold: 

1. In order to ensure that IT acquisitions integrate well into Fulton’s technology environment facilitating its ability to carry out the business of Fulton County.

2. In order to identify and manage the risk, security exposure, or liability associated with an IT acquisition.

3. As well as, ensuring Fulton County achieves the maximum value from any information technology investment.

Any product solution that relies on the IT system’s enterprise infrastructure, connects to the IT network, or depends upon IT support must fully conform to the requirements and standards identified in this document. The requirements and standards provided do not represent a comprehensive view of all the products in use across the County. However, the intent of the list is to convey the primary standards for the major solutions supported by IT and/or delivered with IT resources. The County’s Chief Information Officer (CIO), in compliance with County Policy 600-61, must approve all procurements comprised of IT components.    

2.2. Hardware, Software, Infrastructure Standards


Compliance is mandatory for all hardware and software solutions implemented as defined within requirements and standards guidelines. Proposers must provide a complete understanding of their respective solutions recommended systems architecture and the product solution’s Total Cost of Ownership (TCO.)

Proposers must submit complete systems architecture diagrams defining all hardware, software, network, database, components, and their connectivity. In addition, a complete itemized list of costs associated with the aforementioned items must be included.


Proposers must provide complete explanations for each instance of non-conformance and may be subject to further compliance inquiry by IT.


2.2.1.   End-User Software

		Component

		Current Standard



		Operating System 

		Windows7 



		Desktop Applications (i.e.,word processor, spreadsheets, presentation)

		Microsoft Office Suite 2010 



		E-Mail Client 

		Microsoft Outlook 2010 



		Web Browser 

		Microsoft Internet Explorer - IE8/IE9



		Antivirus

		Microsoft Forefront Server/Client Security



		Mainframe Terminal Emulation 

		Rocket Software - Blue Zone 



		PDF Files Read/Write 

		Adobe Acrobat - Latest Version



		Geographic Information Systems (GIS) Suite  

		ESRI ArcGIS v10.0 Desktop



		Other

		Must be Approved





2.2.2.   End-User Hardware

		Component

		Desktop PC

		Laptop



		CPU 

		Intel Core i5-650 Processor

		Intel Core i3-350M Processor



		Memory 

		4GB PC3 RAM 

		4 GB DDR3 RAM 



		Video Card 

		Intel Integrated Graphics 

		Intel Integrated Graphics



		Interface Card(S) 

		Ethernet /100/1000

		Ethernet /100/1000 



		Wireless

		802.11 a/n wireless, Bluetooth 2.1, V92 Modem

		802.11 a/n wireless, Bluetooth 2.1, V92 Modem





2.2.3.   Database Systems & Data Storage

		Component

		Current Standard



		Operating Systems

		· Microsoft Windows Server 2008 R2 Standard Edition                   


· Microsoft Windows Server 2008 Enterprise Server (clustering or servers with 4 processors or more)


· Oracle Enterprise Linux v5.5


· Red Hat Enterprise Linux v5.5 



		Database

		· Oracle 11g R1


· MS SQL Server 2008 R2 64bit



		Data Storage 

		SAN/NAS 





2.2.4.   Server Hardware (minimum requirements)

		Component

		Application Server 

		Database Server 



		Physical Servers



		Type 

		INTEL 

		INTEL 



		Power 

		Dual Redundant 
 

		Dual Redundant 



		Hard Drive Configuration 

		· Internal: 2 ea. 73GB 15KRPM serial attached SCSI 


· Additional Drives (separate enclosure)       5 ea. 300GB 15KRPM serial attach SCSI 


· RAID1/RAID5

		· Internal: 2 ea. 146GB 15KRPM serial attached SCSI  6Gbps hot plug


· Additional Drives (separate enclosure) 5 ea. 300GB 10KRPM serial attach SCSI Hot Plug 


· RAID1/RAID5



		CPU 

		· 2 each Intel Xeon X5570


· 2.93GHz, 8M Cache


· 6.40GT/s QPI, Turbo, HT

		· 4 each Intel Xeon E7540      


· 2.0GHz, 18MB Cache


· 6.4GT/s QPI, Turbo HT


· 6 Core @ 1066MHz  



		Network Interface Cards 

		4 each. Full Ethernet 10/100/1000 Base-T 

		2 each, Dual Port Gigibit (1000Mb) NIC w/TOE iSCSI PCIe. 



		RAM 

		· 48GB (12x4GB), 1066MHz Dual


· RDIMMs optimized for 2 processors 

		· 128GB (32x4GB)

· 1066MHz Quad Ranked

· RDIMMs optimized for 4 processors


· Power Optimized 



		HBA 

		· Fiber channel


· Dual Qlogic 4GB Optical fiber channel - Model 2460 or better. 

		· Fiber channel


· Dual Qlogic 4Gb Optical fiber channel HBA PCIe  



		External Storage Controller 

		· SAS RAID controller - external 

· PCIe, 256MB           Cache (minimum)

		· SAS RAID controller - external


· PCIe, 512MB Cache (minimum)



		Maintenance 

		· 3 Year, 24/7, 4 hour on-site (or NBD if specified)


· Parts & labor included. 

		· 3 Year, 24/7, 4 hour on-site


· Parts & labor included 



		Additional Hardware Requirements 

		· Rails w/ cable management.


· Internal DVD+/- RW, SATA drive.




		· Rails w/ cable management arm.


· Internal DVD+/- RW, SATA drive.






		Virtual Servers



		

		· ESXi for Windows 2008

		· Oracle VM: 2.2.2 and 3.x





2.2.5.   Mobile Communication Devices

		Device

		Current Standard



		Android

		· Samsung S5

· Current Service Provider: Sprint Solutions





Vendor agrees that the solution/response provided to this solicitation is currently compatible with all of the aforementioned requirements and standards.

Yes 


No


Exceptions: Please explain any instance of non-compliance with any requirements and standards.


		



		



		





3. Application Programming Interfaces (API) Protocol

An application-programming interface (API) is a particular set of rules ('code') and specifications that software programs can follow to communicate with each other. The County prefers the use of service-oriented APIs that is not bound to a specific process or system as well as providing remote procedure calls or web services. Comprehensive documentation for APIs and data exchange protocols is subject to acceptance testing and approval. All APIs must conform to version upgrades, O/S upgrades, web browser upgrades, etc.

4. Testing and Acceptance

All new systems and/or products will undergo a process of testing and acceptance.  This process shall include the following minimum testing procedures prior to final acceptance by Fulton County Government:


1. The proposer shall certify in writing to the County that the system is completely installed, meets all requirements, is free of defects, the data conversion is complete and accurate, and the total system (application, file building, conversion, back-up and recovery procedures, etc.) is ready for operation. 


2. The proposer shall be prepared to demonstrate all functions of the system prior to the start of user acceptance testing.


3. The proposer shall provide documentation and interface specifics on each interface provided. The burden of proof regarding on how each interface conforms to the IT Standards and Procedures is the responsibility of the proposer.


4. Upon receipt of the letter of certification from the vendor, Fulton County has a minimum of a sixty-day period to commence the process that will either accept or deny the acceptance the letter of certification. User acceptance testing will include an intensive exercise of each component and module of the system simulating a normal workload. This testing will provide assurance that the various components and modules of the system operate as specified. During this period, the system shall demonstrate a total availability of 99.99% or better.


· Acceptance Criteria

1. The solution meets the current published product specifications and documentation; 


2. The solution is capable of running a variety of data on a repetitive basis without failure; 


3. The solution meets the requirements and specifications described in this document and the functional requirements described in their bid response or response to RFP;


4. All documentation has been delivered and accurately reflects the operation of the solution;


5. All specified training has been conducted and accepted by Fulton County;


6. The interfaces properly provide the data necessary without disrupting the performance of the system or disrupting any of the original data files. 


7. Once this acceptance testing is complete, the warranty period begins.

· System Unavailable Criteria

1. Any component or module capability is not available to all active workstations.


2. Any feature or specification either required within this document or stated in the proposer’s response to bid or RFP does not perform as stated.


3. Conversion of all existing data files is not complete or is incompatible.


4. Interfaces are not complete and working.


5. Reporting features are not available and in compliance with requirements.


6. Training is incomplete or deemed inadequate by IT.


All new systems and/or products will undergo a process of testing and acceptance. This process shall include the following minimum testing procedures prior to final acceptance by Fulton County Government:


In addition, if the system requires a new install, either manually or automatically, for one hour or greater, the actual down time statistics will reflect the system as an outage.

In the event that the required level of reliability is not demonstrated by the end of the 60 day period, the County may extend the acceptance testing by another sixty (60) days. The Proposer must correct any deficiencies with the system in this time frame. If this extension is permitted, the Proposer shall reinitiate certification by submitting a revised letter of certification to the County specifying the corrections made to the system. The certification process described above will then be repeated. 


Final acceptance will be made after the warranty period begins. This period will be a sixty-day (60) period of closely monitored post implementation support provided by the proposer to resolve any issues that may arise after the system has been placed into production.


5. Training Requirements

The Vendor shall provide a detailed, documented training plan outlining the agenda regarding training goals, learning objectives, and learning methods. The training plan shall also include any prerequisites required for training for both the end-user and technical support staff.  If learning objectives are not met at the end of the training period, the Vendor shall provide alternates means to meet learning objectives within the implementation process.  


5.1. End-User Training 

End-User Training must identify the types, amounts, duration, and costs. The proposer shall include a plan that results in acceptable training for all levels of the system’s operation. The vendor shall recommend best practices and system configuration for effective system set up. Using this information, the vendor will prepare a manual (softcopy, searchable PDF) that defines the workflow processes and procedures for users. The vendor shall provide a sample of the typical manual or training approach as part of their response.


5.2. Administrative/IT Training

The proposer shall prepare a training plan for IT staff that will enable them to administer and support the system.  This plan shall include any courses off-site, classroom training, and on-the-job training necessary for systems analysts, computer operators, security personnel, programmers, database, web and network personnel. Training will include the complete support and custom programming and custom reporting to applicable staff. Describe any prerequisite knowledge or skills required. The proposal must include the cost associated with training.


Additionally, the vendor must clearly define a description of the recommended number and type of staff required to support the system. The skill sets required of each individual should be included in this description. The description of recommended staffing requirements should include all management, technical and functional areas for the ongoing support of the system. The minimum training requirements include, at minimum, two employees in all support roles. The instructional method of “Train the trainer” is not a valid training platform.

During this training, Fulton County will designate senior technical personnel in each class to evaluate the training provided in order to ensure that the training and the instruction provided is sufficient to provide the necessary knowledge and skills. At the end of the first day of any training class, a signoff must be obtained from this designee in order for the proposer to meet this requirement.  


6. Product Solution Documentation

It is required that the vendor provide an electronic copy, and optionally, a hardcopy of the following documentation. Please list all reproducible (DVD or CD format only) copies of documentation which is a criteria for system acceptance. 


For example:


1. User training manuals for all transactions and functions supported


2. Data Dictionary, data model/entity relationship and data flow diagrams


3. System module chart (application flow) showing each application module and its relation to the other modules


4. General system design and reference information


5. System transaction flow and control


6. List of all application programs, with summary of their purpose or function including a table of all procedures or processes and which processes are called by what other processes


7. Detailed program documentation within each source module


8. Table definitions and record layouts


9. Definition of all system control tables


10. Report and workstation display formats


11. A listing of all “canned” reports complete with full descriptions 

12. The County shall be granted the rights to duplicate documentation for record and training purposes.

Vendor agrees that the solution/response provided to this solicitation will be compatible with Fulton County Standards indicated above and will meet all the criteria listed in the Appendix Fulton County Standards


Yes 


No


		Exceptions: Please explain any reason for not being able to comply with the County Standards stated in this Appendix.
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Instructions

						Vendor Instructions for Completing the Requirements Worksheets:



		Introduction:				Fulton County has made every effort to develop a concise and inclusive list of requirements that will drive the selection and implementation of our new Public Safety Software system.  We ask that all requirements be marked to insure proper credit. The Vendors may find some duplication in requirements, despite our efforts to avoid duplication.



		General Instructions:		1		The Vendor can only enter information into cells that are shaded. All other cells are "locked" and  the worksheet is "protected".

				2		To obtain credit for fulfilling a requirement, the vendor must enter a response in the "How Addressed by Vendor Solution" cell (Column "D") for that requirement.  The response options are "Core", "Mod" (Modification), "W/A" (Work Around), and "N/I" (Not Included).  See detailed explanations below.

		Worksheet Columns:

		Column "C" -
Criticality		4		Provides the County's level of criticality, or value, for the associated requirement.    
Criticality Codes:  M = Mandatory, C = Critical, H = Highly Desirable,  and D = Desirable.  
These codes are used as a significant part of vendor response scoring.  Requirements labeled as "M" carry a higher score value than "C".  Requirements labeled as "C" carry a higher score value than "H".  Requirements labeled as "H" carry a higher score value than "D". 

		NOTE:				Please remember that the County reserves the right to disqualify a vendor if a significant number of Mandatory requirements are marked as "N/I", as stated in the body of the Request for Proposal.



		Column "D" - 
How Addressed by Vendor Solution		5		This column is used to indicate, via a code, how the related requirement (as described in column "B") is satisfied, or not, by the Vendor's proposed solution.  The available codes for this entry are as follows:

				Code		Description

				Core 		 Requirement is fully and completely met by proposed system and can be demonstrated in the proposed software package.

				Mod 		 Requirement will be provided by proposed modifications to the base software package in the total price proposed. These modifications will be maintained in the base software package in a future release within 6 months of the software package being implemented; and a walk-through of the future release can be provided.

				Option 		 Requirement will be provided by a standard option. The cost of these options shall be provided in the cost section of the proposal.

				Custom 		 Requirement will be provided by custom modifications not supported in future releases and the cost indicated separately.

				Not Incl 		 Requirement cannot be provided.



		Column "E" - 
Modification Hours		5.2		If the "Mod" option is chosen,  the Vendor is indicating that the functionality is not currently included, but a solution "modification" will be made to address the requirement.  The number of hours that will be charged to complete the requirement must be entered in column "E"(Mod Hours ?).   If no entry is provided, the County will assume 0 (zero) hours will be charges to make the modification.  

				5.3		If the "Option" or "Custom" option is chosen, the vendor is indicating the requested functionality can be accomplished by the Solution in alternate manner. A full explanation of the "work-around" approach must be provided.  

				5.4		If the "Not Incl" option is chosen, the vendor is indicating that the functionality is not currently included in the proposed solution, and no modification plans are in place or work-around available to address the functionality.



		Column "F" -
Vendor Comments and/or Explanations		6		The Vendor should include a description of any (Mod) modification, and must include a description of any (W/A) work-around approach in column "F".
If an extended explanation is required, an "attachment" may be included in the RFP response with the attachment name provided in column "F" .  Also, the cell may be used for any comments the Vendor wishes to provide.





Technical Requirements

		Technical Requirements				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

				REPORTING

		1		Ability to produce both standard and ad hoc system management reports, as well as allow for the use of standard query tools.		Mandatory

		2		New system management reports may be created without programmer intervention.		Desirable

		3		Solution reports may be scheduled to run at a specified time.		Highly Desired

		4		Reports, including but not limited to system management and user reports, may be run both on-demand and batched, with the ability to be scheduled to run.		Critical 

		5		Ability to provide report restarts and printer configuration override.		Highly Desired

		6		The solution utilizes third-party reporting programs (including, but not limited to:  Active Reports, Crystal Reports, SQL Server Reporting Services, etc.).  		Critical 

		7		The solution includes the use of notifications and alerts to inform certain users of the occurrence of certain configurable situations.
		Highly Desired

		8		Reports and forms may be printed, saved to disk, faxed, or emailed without leaving the application.		Critical 

		9		The proposed solution has a standard set of reports that are already programmed and ready to run.		Mandatory

		10		Standard reports can be sorted on any field included in report.		Critical 

		11		Charts and graphs can be included in appropriately formatted reports.		Critical 

		12		The use of digital signatures in forms and reports is supported by the application.  (the digital representation of an actual hand-written signature by a specific individual)		Critical 

		13		Ability to produce reports & forms in the following formats:

		13.1		     Microsoft Excel®, xls, xlsx		Mandatory

		13.2		     Microsoft Word®, doc, docx		Highly Desired

		13.3		     .PDF		Mandatory

		13.4		     .txt		Highly Desired

		13.5		     Delimited text file		Highly Desired

		13.6		     XML		Highly Desired

		14		Vendor provides for the ability to export data into an XML-formatted data file.		Critical 

		15		Access to modules may be restricted by user or user groups.		Mandatory

		16		Reports may be customized on a per-user and per-department basis and are available along with the standard version of the report.		Desirable

		17		Reports,  forms, and templates may be created or modified by authorized users without vendor assistance.		Critical 

		18		Ability to produce reports using  wildcard values (regular expression) criteria.		Highly Desired

		19		The solution provides the ability to produce ad hoc data listings and export to Excel or a delimited text file.
		Critical 

				TECHNICAL AND USER DOCUMENTATION

		20		Technical documentation that is available to the County includes the data element dictionary and all entity relationship diagrams.		Critical 

		21		User documentation includes a descriptive narrative and screen prints for each business function/module in a "how-to" format.		Highly Desired

		22		User documentation is available on-line and in digital file format.  		Critical 

		23		User documentation includes information for all required data elements for each screen.		Critical 

		24		Data entry requirements on each screen are visually represented for the user. (highlighted, bold, etc.)		Critical 

		25		User documentation is available in the program, relevant to the screen and process that the user is currently working in.		Critical 

		26		System displays cursor sensitive hint text that automatically changes as the user moves from field to field.		Highly Desired

		27		System displays cursor sensitive hint text that automatically changes as the user moves over control elements.		Highly Desired

		28		Release Notes must be supplied that document changes between version releases.  These documents must be written in a fashion that is easily understandable by the end user.  		Critical 

		 		INTERFACES TO THIRD PARTIES

		29		The vendor allows the solution to be interfaced with third-parties.  		Highly Desired

		30		The solution is structured such that it can be utilized by third-party software for interfacing with other systems.		Desirable

		 		SECURITY

		31		Solution requires both user ID and password to access Solution functionality.		Mandatory

		32		Solution password management functionality is "flexible" (authorized users are free to change passwords if desired.)		Mandatory

		33		Solution password configuration is "global" (password configurations extend to all modules on the Solution.)		Critical 

		34		Solution password settings are "customizable".  Authorized users are able to set the following for passwords as appropriate:

		34.1		     Length		Critical 

		34.2		     Complexity levels		Critical 

		34.3		     Expiration Period		Critical 

		35		Solution passwords must be encrypted.		Mandatory

		36		Solution passwords are suppressed during entry (****** appear instead of the clear-text representation of the password when logging in.)		Mandatory

		37		Solution lock-outs are established for pre-defined number of failed login attempts.		Critical 

		38		The solution provides a mechanism to allow users to reset their passwords without administrator's assistance.		Desirable

		39		Solution access is "role based" (templates are defined to grant access to individual users based upon their job descriptions.)		Critical 

		40		System Access Administration is "manageable" (canned and customizable reporting is available to monitor user accounts.)		Desirable

		41		If solution uses SQL Server, does it refrain from granting any permissions to the Public entity?		Critical 

		42		The solution offers security controls based on user roles.  Please explain the levels of controls that can be established.		Mandatory

		43		The solution permits only authorized users to update drop-down table values.		Mandatory

		 		AUDIT LOG

		44		The solution provides the capability for the County to turn on/off the auditing capabilities and tools. 		Critical 

		45		The solution allows for the configuration of which user-supplied entries constitute a departure from normal business rules, and allow the entering of a note to describe why there is a departure from procedure, with other associated information (including, but not limited to: who the user is, when the note was created, what computer host used when note was created, etc.).		Highly Desired

		46		The solution provides the ability to apply audit trail capabilities to data modified or deleted during the running of reports.		Critical 

		47		The solution provides for the selective application of audit capabilities to specific data tables and/or columns.		Critical 

		 		USER HELP

		48		Help messages are customizable by authorized users.		Desirable

		49		Customized help messages are not overwritten when a new update is rolled out.  		Desirable

		50		System provides help at the screen or field level without leaving the application, and automatically positions you in the help text for the current screen or field the user is on.		Desirable

		 		SOLUTION SUPPORT

		51		Toll-free telephone support is provided for this product 24/7/365		Mandatory

		52		The help desk staff is dedicated to the proposed solution's software.		Mandatory

		53		Specialists are available for specific functions/modules for help desk issues.		Critical 

		54		Access to an on-line system to track new and existing support tickets from customers, as well as display history on all support calls is provided.		Critical 

		55		An escalation procedure is available for support calls such as a system down/production critical issues.
Explain.		Mandatory

		56		On-site support is available.  		Desirable

		56.1		Vendor hosts the following:

		56.2		     User Group meetings		Desirable

		56.3		     Conferences		Desirable

		56.4		     Online forums		Highly Desired

		57		Upgrades and enhancements are included in the yearly maintenance fees.  		Mandatory

		58		Upgrades and enhancements are performed by the vendor.  		Highly Desired

		59		The vendor must supply all tools/applications/utilities required to properly maintain the proposed solution.		Mandatory

		60		The vendor must provide ongoing software maintenance, and new software releases periodically to meet all State and Federal requirements at no additional charge.		Mandatory

		 		HARDWARE

		61		Supports standard Windows server architecture.		Mandatory

		62		The solution is licensed, certified, supported and maintained in a virtualized environment, specifically, with VMware Vsphere 4.1.		Mandatory

		63		All system related servers and associated components must be able to operate in a virtualized environment. (VMWare 5.1 and greater)		Mandatory

		64		System must be able to run on the current county standard of Windows Server 2008 R2.		Mandatory

		65		The system supports the display of any object on a VGA or better screen.		Mandatory

		66		Ability to support multiple standard iSCSI SANs.		Mandatory

		 		SYSTEM DESIGN AND SOFTWARE

		67		The system must support the ability to print and fax any object (bi-tonal, grayscale, and color) on existing Windows print or fax devices.		Highly Desired

		68		Ability to print to any printer attached to the network.		Mandatory

		69		The proposed solution uses the Windows standard solution for selecting a printer.
		Mandatory

		70		Ability to print duplex documents.		Highly Desired

		71		The solution front end application runs on a Windows XP or Windows 7 (32 bit).  		Mandatory

		72		System utilizes an industry standard relational database with robust administrative tools.		Mandatory

		73		Provision for multiple databases to allow for testing, training, etc., that co-reside and may be accessed simultaneously with productive use of production database.		Highly Desired

		74		Ability to provide for full backup and recovery in the case of any type of malfunction (hardware and/or software), with point-in-time recovery.		Critical 

		75		Comprehensive edit controls at the field level so that incomplete or invalid data will be verified before allowing the user to continue.		Critical 

		76		Software makes use of pop-up windows, drop down menus, radio buttons, and buttons to display list of values when entry is validated against a table.		Critical 

		77		Provides text messaging capability within the application to allow users to communicate electronically and attach/link files.		Desirable

		78		Provides real-time notification to the user when a message has been received within the application.		Desirable

		79		Ability to create user defined menus (with Favorites) for each specific user or group of users.		Desirable

		80		The proposed solution supports the ability for user definition and maintenance of system values (i.e., drop-down lists), and rules without requiring programmer intervention.
		Highly Desired

		81		Software customization by vendor does not affect use of subsequent patches/updates/revisions to the software. 		Mandatory

		82		End user custom configurations are not affected by subsequent patches/updates/revisions to the software.  		Critical 

		83		The proposed solution has provision(s) for multiple databases to allow for testing, training, etc., that co-reside and may be accessed simultaneously with productive use of production database.		Mandatory

		84		The proposed solution provides for full backup and recovery in the case of any type of malfunction (hardware and/or software), with point-in-time recovery.  Explain.		Mandatory

		85		Vendor(s) has the facilities to diagnose and maintain the application software and database remotely.  (For example, VPN to the County network).		Mandatory

		86		Ability to centrally update client software from central server.		Desirable

		87		The proposed solution has internal document creation with automatic record attachment.  (Example:  Creation of associated document, and its automatic attachment in electronic form to the associated record.)		Highly Desired

		88		The solution is a client/server application or a hybrid between client/server and web-based.  Explain, along with descriptions of any hybrid variations, including any software installs on any workstations that are needed to run the solution.		Highly Desired

		89		If software requires any programs/scripts/applets/etc. to be installed on the client, do you provide scripts for silent installs?  		Desirable

		90		If solution requires any programs to be installed on the workstation, can the applications be installed without requiring elevated privileges (including, but not limited to local administrator rights) on the workstation to run the software or perform any updates that are part of the normal user experience?		Critical 

		91		All subsequent updates to the solution (database structure, programs, parameter files, and any other application, utility or component used in the production solution) will be placed in escrow within 30 days of general release.		Critical 

		92		The solution data is available to the county after solution retirement.  Explain.		Critical 

		93		The solution is licensed, supported and maintained if implemented in a virtualized environment, specifically, with VMware Vsphere 4.1.		Critical 

		94		To ensure integrity of data entry and processes, the solution provides processes/tools/automated-procedures that include the capability to check for and report immediately (as user is attempting to enter the information) on missing values, invalid data values, invalid entries according to application logic or business rules (examples: specific order of record creation, only values in a configurable list).   		Mandatory

		95		The solution provides tools to convert existing data from any legacy system(s) to the new solution.  Explain.		Critical 

		96		The vendor is responsible for converting data from any intermediate data stores to the production solution.  Explain.		Desirable

		97		Multiple data conversion run-throughs are provided for in the proposal.  How many?  Explain.		Mandatory

		98		Excluding complete system maintenance activities, the system can be available 24 hours a day.		Mandatory

		99		Solution allows multiple screens to be open simultaneously within the same application session.		Critical 

		 		DATA CONVERSION PROCESS

		100		Tools included to upload data from flat files into the application database with automatic logging/edit capability to checking for missing values, bad data types and the like for data conversion purposes.		Highly Desired





CAD

		Computer Aided Dispatch				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The CAD system must utilize a Microsoft Windows server operating software.		Mandatory

		2		The CAD system must utilize Microsoft SQL database software. 		Mandatory

		3		The CAD system must utilize Microsoft Windows client software.		Mandatory

		4		The CAD system must be capable of achieving 99.999% availability		Mandatory

		5		Database backups must be performed online without DBMS downtime		Mandatory

		6		Data stored within the RDBMS must be secured. 		Mandatory

		7		The CAD system must support database concurrency. 		Mandatory

		8		The CAD system must support database replication.		Mandatory

		9		The CAD system must record all database changes as well as other events in the system that may not result in a database change. Every change to the data within the database must be recorded in the Auditing  or Event Logging System. 		Mandatory

		10		The CAD system must provide a customer configurable password management system. Passwords must be configured for expiration, minimum length, character types and numbers.		Mandatory

		11		The system must include a browser based administration tool for all configuration and provisioning activity.		Mandatory

		12		The CAD application must use standard Windows printing and not require special print functions		Mandatory

		13		The server configurations should provide redundant geographic data in support of Disaster Recovery. 		Mandatory

		SYSTEM

		14		The system shall be highly-configurable by non-technical end-users, to allow the system to meet most agency technical, operational and functional specifications without major software development or hard-coding of parameters by technical personnel.		Mandatory

		15		The CAD command identifiers and the order in which they are entered shall be customizable by the agency		Mandatory

		16		The CAD commands shall allow certain parameters to have default values		Mandatory

		17		The system shall include commonly used pre-defined reports and an ah-hoc report writing tool.		Mandatory

		DATABASE  

		18		The systems configuration database rules shall be highly user configurable allowing each user agency to define separate parameters.		Mandatory

		19		The system shall provide a logging feature that logs adds, changes and/or deletes to any configuration item.		Mandatory

		20		The CAD database shall process data in real time. This means any parameter change or database change is done while the system is on-line. For instance, if a user agency wanted to add a new status code to track a unit’s administrative time spent at “Court”, they can do this while the CAD is in-use.  The parameter change takes effect upon the next auto synchronization or on a manual synchronization request.		Mandatory

		21		Configuration changes shall not require a shutdown or logoff of the system or the CAD client workstations.		Mandatory

		USER INTERFACE

		22		CAD shall provide the user with a highly integrated set of application modules offering a consistent user interface in order to minimize user training and system administration.		Mandatory

		23		The system shall provide user interfaces, meaning command line and forms in support of the following modules and interfaces:		 

				  - Security 		Mandatory

				  -  Incident Management		Mandatory

				  -  Unit Management		Mandatory

				  -  Status Monitors		Mandatory

				  -  Contractor Rotation		Mandatory

				  -  Email		Mandatory

				  -  Location and mapping		Mandatory

				  -  Toning and Paging		Mandatory

				  -  Radio interface		Mandatory

				  -  External System Interfaces		Mandatory

		24		CAD shall provide command line as well as screens forms for user entry.		Mandatory

		25		The user interfaces shall use Microsoft GUI (Graphical User Interface) standards to create an application that is easy to use.		Mandatory

		26		CAD shall allow tasks to be entered by keystroke and/or mouse action. However, the system shall allow all dispatch commands to be initiated by keystroke only if desired		Mandatory

		27		All commands shall be entered in a user defined order without the need for special command identifiers. For instance, a command to enroute a unit might be entered in as 1A11 EN. Where 1A11 is the unit ID and EN is the user defined status for enroute.		Mandatory

		28		The user shall be able to enter a command on the command line without disturbing operations in the work areas.		Mandatory

		29		The system shall utilize an "intelligent command line" such that it will prompt the user for valid formatting of the command.		Mandatory

		30		CAD shall provide standard GUI items like drop down menus to make selection easier for frequently used fields such as incident types, disposition codes, agency IDs.		Mandatory

		31		CAD shall support pre-fill fields in appropriate pre-formatted screens, eliminating redundant data entry. For instance, a specific agency might want the city field to be always filled in.		Mandatory

		32		Quick entry methods shall minimize the keystrokes required to perform incident initiation, incident dispatch, and unit status changes.		Mandatory

		33		CAD shall provide the user with standard editing capabilities.		Mandatory

		34		Users shall have the ability to move forward and backward to complete data fields.		Mandatory

		35		Users shall be able to correct command line errors using edit keys and resubmit the command without having to put the cursor at the end of the command.		Mandatory

		36		CAD shall provide the user with standard form navigation.		Mandatory

		37		The cursor shall return to the first position of the first field following completion of a command line function.		Mandatory

		38		The CAD user interface shall provide the ability to handle the variety of transactions that a dispatcher must handle almost simultaneously.		Mandatory

		39		The CAD work areas shall operate independently--a command or function in one area should not disturb the command or function in the other area.		Mandatory

		40		The CAD system shall support multiple command lines.		Mandatory

		41		The CAD system shall support multiple work areas. For instance, the calltaker should be able to have two or more incident initiation forms displayed at the same time.		Mandatory

		42		CAD shall support a split screen capability that provides the display and use of multiple separate work areas and command lines on a single or multiple monitors.  These work areas shall operate independently and allow the user to perform the same or separate functions from each area.		Mandatory

		43		The user shall be able to move easily from one work area to the other via the mouse or keyboard.		Mandatory

		44		CAD shall allow multiple CAD functions to be in progress at the same time.		Mandatory

		45		CAD shall allow the user to enter a command, then move to another work area or command line and submit another transaction, then return to the previous function and resume where they left off		Mandatory

		46		CAD shall have available formatted screens for initiating database inquiries.		Mandatory

		CAPACITY AND PERFORMANCE

		47		The CAD system shall be up 99.999% of the time.		Mandatory

		48		CAD response time shall be under the GUI standard of 2 seconds unless the operation is external to CAD and, therefore, uncontrollable by CAD.		Mandatory

		49		CAD shall provide the ability for supervisors to monitor and control other positions without degradation of system performance.		Mandatory

		50		CAD shall support cross-node synchronization for disaster recovery.		Mandatory

		ERROR HANDLING

		51		CAD shall handle errors in a consistent manner with the display of a message that indicates the problem.		Mandatory

		52		CAD shall provide editing capabilities for correction of errors.		Mandatory

		GEOFILE AND ADDRESS VERIFICATION

		53		Ability to update the "live" CAD system with the new geographic file without system downtime or degradation		Mandatory

		54		Ability to maintain a geographic database which includes:		 

				Street records (high, low, cross-streets)		Mandatory

				Common place names		Mandatory

				Aliases		Mandatory

				Intersections		Mandatory

				Latitude/longitude or state plane coordinates		Mandatory

				Map references (zone, grid)		Mandatory

				Jurisdiction		Mandatory

				Geographic service area boundaries (e.g., patrol beat, sub beat)		Mandatory

				Zip code		Mandatory

				Sub-division names		Mandatory

				Park names		Mandatory

				School names		Mandatory

		55		Ability to validate all location entries against a master geofile		Mandatory

		56		Ability to support the following location entries:		 

				Exact address (including ½ addresses)		Mandatory

				Apartment number (e.g., ½, #5, 2D, D2)		Mandatory

				Apartment building name or number		Mandatory

				Block range		Mandatory

				Street name		Mandatory

				Common place name		Mandatory

				City		Mandatory

				Intersections		Mandatory

				Partially spelled or misspelled street names		Mandatory

				Street alias 		Mandatory

				Street abbreviation		Mandatory

				Limited access roadways and highways		Mandatory

				Mile marker locations		Mandatory

				Lake Buoy Markers and Identifiers		Mandatory

		57		Ability to enter a valid street name and be presented with a list of cross streets and associated address ranges		Mandatory

		58		Ability to enter a partial street name and be presented with a list of possible matches		Mandatory

		59		Ability to enter a misspelled street name and be presented with a list of possible matches		Mandatory

		60		Ability to enter a unique building and unit number to clearly identify the location (e.g., 100 Marshal ST, Bldg. 5, Unit 13)		Mandatory

		61		Ability to enter common street alias and abbreviations instead of the actual street name (i.e. MLK for Martin Luther King Blvd.)		Mandatory

		62		Ability to override geofile by entering valid response area data		Mandatory

		63		Ability to override geofile for addresses outside the City limits		Mandatory

		64		Ability to generate a report of geofile overrides including all data, operator ID, date, time, operator position		Mandatory

		65		Ability to display geofile data when location is validated, including:		 

				High and low cross streets		Mandatory

				City		Mandatory

				Neighborhood		Mandatory

				Common place or business name		Mandatory

				Response area		Mandatory

				Map page		Mandatory

				Premise warnings or hazards by exact address		Mandatory

				Premise warnings or hazards within a configurable radius		Mandatory

				Prior incidents at exact address within a configurable period of time		Mandatory

		66		Intersections maybe entered in any order (i.e. Main/1st or 1st/Main).  The order of the entry shall not be altered. For example, if the user entered Main/1st, the CAD shall not convert the entry to 1st/main.		Mandatory

		67		The CAD system shall be able to verify an address by a street address (e.g., entering "100 S" would display all streets that have a 100 block and that start with "S").		Mandatory

		68		The CAD system must be configurable to allow entry of an address by a common place (e.g., entering "L" would display all common places that start with "L").		Mandatory

		69		The CAD system shall allow the user to choose to bypass an unverifiable location to a valid location for purposes of jurisdictional assignment		Mandatory

		70		If the location is bypassed to another valid location, the system shall keep the unverified location as the Incident Location and note the location used for verification as a note in the Incident History		Mandatory

		71		The system shall allow the agency to be able to configure whether non-verified locations shall be flagged.		Mandatory

		72		Ability to display the incident location in relation to other active incidents on the map during the incident entry process		Mandatory

		INCIDENT CREATION

		73		The CAD system shall record the information about an emergency call as an incident that can be initiated, dispatched, displayed, updated, and closed.		Mandatory

		74		The CAD system shall support:		 

		 		  - Combined call taker/dispatcher functions at a single workstation.		Mandatory

		 		  - Separate call taker/dispatcher functions at separate workstations.		Mandatory

		75		The CAD system shall have the ability to record information as an incident at the time of initiation.		Mandatory

		76		The system shall allow for entry of an Incident location, caller location and a location description, all in separate fields.		Mandatory

		77		The system's location description field should be free-form.		Mandatory

		78		The Incident Location and Caller Location should be validated against the geodatabase		Mandatory

		79		The CAD system shall indicate, as part of the incident, whether the default priority was overridden by the operator at initiation. 		Mandatory

		80		The CAD system shall support the ability to add unlimited dispositions per incident.		Mandatory

		81		When closing an incident, the system should allow for the addition of narrative/comments and a closing disposition in the same string of information. 		Mandatory

		82		The system should support a field to indicate additional circumstances that effect the response recommendations for the incident.		Mandatory

		83		  - this should be an optional field for the user to complete which allows additional information about the incident type, such as weapon involved, suspect being held, shot fired, that  further classify the response. 		Mandatory

		84		The CAD system shall have the ability to allow a user to enter a date and time and schedule the incident for a future date/time.		Mandatory

		85		The CAD system shall assign a unique incident number to each incident. 		Mandatory

		86		Each agency may define the fiscal reset date for the incident number.		Mandatory

		87		Incident numbering formats shall be user-defined.  For instance, one agency might want the incident number formatted as “year-month-day-sequence number” and another agency might want “day-sequence number”.		Mandatory

		88		The incident number shall have the ability to support the Julian Date in the format.		Mandatory

		89		The incident record shall track the source of the call (e.g., public-initiated, seven-digit, field-initiated). 		Mandatory

		90		  The system shall automatically detect and assign the appropriate source of the call for the following instances:		 

		 		   - 911 call 		Mandatory

		 		   - Field initiated incident		Mandatory

		 		   - MDT initiated incident		Mandatory

		 		   - Alarm interface		Mandatory

		 		   - default value if none of the above is detected shall be a non-emergency phone request		Mandatory

		91		The system shall support the creation and assignment of user defined sources of the call.		Mandatory

		92		The CAD system shall support field-initiated incidents from both a user and mobile data entry. 		Mandatory

		93		The CAD system shall have the ability to receive calls and initiate incidents from Enhanced 9-1-1 (E911) or Phase II-compliant mobile telephones.  The CAD system shall auto-populate E911 or Phase II ANI/ALI information into specified fields on the incident initiation form.		Mandatory

		94		CAD shall automatically transfer the ALI reporting party location field into the incident location field on the incident initiation form if the user does not enter an incident location.		Mandatory

		95		The CAD system shall have the ability to receive calls and initiate incidents from regular 7- or 10-digit calls.		Mandatory

		96		The CAD system shall have the ability to receive calls and initiate incidents from an investigations request, from the field, and from the TDD emulator. 		Mandatory

		97		The call taker shall have the option of automatically attaching the content of the TDD conversation to a CAD system incident.		Mandatory

		98		The CAD system shall support the definition of an unlimited number of incident types in the incident type database. 		Mandatory

		99		The incident type field shall be a minimum of six characters in length. 		Mandatory

		100		The CAD system shall afford the user the ability to select an incident type from a drop-down menu available from the initiation form. 		Mandatory

		101		The CAD system shall provide a pick list of incident type codes in the event that the system cannot locate the entered incident type in the incident type database.		Mandatory

		102		The operator may enter the incident priority; otherwise, the CAD system shall automatically enter the user-defined priority for the incident type. 		Mandatory

		103		The CAD system shall allow the incident type configuration to specify that only certain dispositions are valid for a specific incident type.		Mandatory

		104		The system's ability to create an incident type shall be based on administrative rights. 		Mandatory

		105		If an address is validated, the CAD system shall automate checks and flag for previous incidents that have occurred at the location. If present, previous incidents must display in a separate work area so as not interrupt the Incident workflow.		Mandatory

		106		If persons or vehicles are entered as part of an Incident, the system must do a Previous Person and Previous Vehicle search and present them to the operator in the same manner as previous incidents.		Mandatory

		107		Authorized users shall have the ability to enter addresses into an address alert file. If a new incident is created and a match is found in the address alert file, the dispatcher shall be notified and be able to view the alert information.		Mandatory

		108		CAD shall support multiple user defined premise information databases that are automatically searched and flagged for the operator anytime the incident is displayed. 		Mandatory

		109		The premise records shall be user defined searches by distance in feet for each type or premise record. For instance, a 1000-foot search for police premise, a 500-foot search for inoperable hydrants, a 1500-foot search for street closures.		Mandatory

		110		The flags that indicate the existence of premise information shall differentiate between an exact or in-the-area hit at the incident location		Mandatory

		111		The creation of Premise records shall be supported from within CAD clients by authorized users.		Mandatory

		112		The system shall support the ability to graphically display on the mapping application premise information via a single map click		Mandatory

		113		Premise records shall support the assignment of attachments to each premise record (i.e. such as a .pdf, .jpeg, .xls).		Mandatory

		114		The system shall support the ability to automatically record in the incident when a user views the premise warning or hazard information		Mandatory

		115		The CAD system shall maintain an Incident History (including user name and ID) on each incident and subsequent updates, including changes made to primary fields such as address and telephone number.		Mandatory

		116		The CAD system shall provide the ability to display the Incident History on open and closed incidents.		Mandatory

		117		The CAD system shall be capable of printing any incident, whether the incident is open or closed.		Mandatory

		118		The CAD system shall provide subcomponents of an address (suite, front/rear, etc.). 		Mandatory

		119		When a partial location is entered, the CAD system shall allow the user to view information about a location in a separate work area, without interruption of data entry in the Primary Work area.		Mandatory

		120		The CAD system shall allow the user to select the correct match from the list of possible address matches without having to retype the address. 		Mandatory

		121		The CAD system shall allow the user to page to subsequent screens to view all available information about a location. 		Mandatory

		122		After an address has been selected, if a common place record exists at the exact address, the CAD system shall allow the user to optionally select a common place match. 		Mandatory

		123		The CAD system shall have the ability to provide detailed information on any option returned on the verification form, including displaying cross streets, premise information and response information.		Mandatory

		124		Once the location has been verified, the CAD system shall perform a check for duplicate incidents. 		Mandatory

		125		The CAD system shall check incidents for duplicate calls based on a true radius search in a user-definable distance from a coordinate in the geographic area of the incident being initiated.  Using predefined grids or artificial boundaries associated with tabular geofile databases is not acceptable.		Mandatory

		126		The CAD system shall have the option of searching closed as well as open calls for a duplicate check.  		Mandatory

		127		The CAD system shall display potential duplicate incidents as not to cover the Incident form or interrupt the Incident workflow		Mandatory

		128		Ability to immediately display potential duplicate incident information during the incident entry process		Mandatory

		129		Ability to prompt operator to verify creation of another incident or to add supplemental information to an existing incident		Mandatory

		130		The CAD system shall automatically generate:		 

				  - A unique incident number.		Mandatory

				  - Geographic location information (e.g., reporting area, zone, city, county).		Mandatory

				  - Date and time the incident was initiated.		Mandatory

				  - ID or Badge Number of the operator who initiated the incident.		Mandatory

				  - ID of the workstation on which the incident was initiated.		Mandatory

				  - Incident priority based on incident type and/or special circumstances		Mandatory

				  - Queries against the incident address, persons, and vehicles per the agencies configuration		Mandatory

		131		Incident initiation form must include the following:		 

				  - Caller's name.		Mandatory

				  - Caller's location.		Mandatory

				  - Caller's telephone number.		Mandatory

				  - In front of or At Location Flag		Mandatory

				  - Location description		Mandatory

				  - Separate fields for Latitude and Longitude		Mandatory

				  - Incident location.		Mandatory

		132		The CAD system shall support creating multiple copies of an incident for the same agency based on Incident Type for the purposes of routing the same incident to multiple users within agencies to allow each copy to be managed individually.		Mandatory

		133		Each copy of the incident shall have the same incident number with a unique copy identifier		Mandatory

		134		Each copy of the incident may be dispatched, updated and closed, without impacting the other copies. 		Mandatory

		135		The Incident shall have a consolidated view of all copies from within any incident form		Mandatory

		136		The CAD system shall support an intelligent work assist area that displays information relating to what the operator is doing in the Incident form area of the application		Mandatory

		137		It shall be possible to navigate a work assist area with a keyboard, without interrupting the Incident information in the form		Mandatory

		138		The CAD system shall support incident creation from the command line, creation form, and from the mapping application via a point-and-click or drag-and-drop method. 		Mandatory

		139		The CAD system shall be able to support multi-jurisdictional incidents and assign a unique incident number sequence to each.		Mandatory

		140		The CAD system shall support the generation of multiple agency incidents for a single incident initiation (e.g., law, fire, EMS).  Each agency shall have control of its own databases, resources, procedures, and case numbers.		Mandatory

		141		The CAD system shall allow incidents to be associated automatically (if configured by call type) at initiation, or users can manually associate incidents by use of a command.		Mandatory

		142		Agencies shall define by incident type the incidents that shall require the response of more than one agency.		Mandatory

		143		Associated incidents will be clearly denoted to indicate that there are other agencies responding.   For instance, when a Fire incident is displayed, if there is an associated Police or EMS incident, the corresponding incident number shall be displayed.		Mandatory

		144		The CAD system shall have the ability to notify associated incidents when updates are made to any other associated incident. 		Mandatory

		145		The system shall allow the dispatcher to designate the agency and the geographic area that will receive the incident during the cloning process.		Mandatory

		146		Each cloned incident shall have its own incident number. 		Mandatory

		147		The initiation process shall not allow a user to clear an initiation screen in progress without a user warning. 		Mandatory

		148		Once a location has been verified and checked for duplicates, the CAD system shall automatically route the incident to the proper user position(s).		Mandatory

		149		Incident routing shall be based on the incident location (i.e., zone, city, county, User ID).		Mandatory

		150		The system shall not limit the number of users that can review and update a single incident at the same time		Mandatory

		151		CAD shall allow the transfer of pending incidents from one dispatcher to another.		Mandatory

		152		The CAD system shall be able to retrieve pending incidents or closed incidents if new information has been discovered for dispatch. 		Mandatory

		153		The calltaker shall have the ability to override the automatic system routing.		Mandatory

		154		The system shall have the ability for the calltaker to handle the initial dispatch of high priority incidents with notification to the responsible dispatcher.		Mandatory

		155		The CAD system shall provide for a minimum of five priority levels (numbered 1 through 5) for the purpose of assigning priority levels to incident types.  Priority levels shall be system-assigned based on incident type but may be overridden by personnel a incident creation.		Mandatory

		156		CAD shall provide the means to track race/ethnicity; sex; age; probable cause; arrests; citations; whether or not searches were conducted on the vehicle, driver, and/or passenger(s); and if contraband was discovered.		Mandatory

		157		  - This data can be entered by any authorized user from the Vehicle or Persons screens whether on the CAD client or on the mobile client.		Mandatory

		158		The CAD system shall support an expandable comments field that dynamically grows if more text is entered than can be displayed on the screen.		Mandatory

		159		CAD, shall provide the calltaker an interface with Priority Dispatch's EMD, EFD, and EPD products that allows call-takers to move within the protocol “cards” and provide the most appropriate instruction over the phone based on answers provided by the caller.		Mandatory

		160		Responses to the Priority Dispatch program should be captured in the comments or audit trail of the event.		Mandatory

		INCIDENT DISPATCH

		161		CAD shall route an incident based on the agency, type of incident, and its location. From this information, CAD determines the proper jurisdiction and agency. The incident is then routed to the appropriate position(s) covering the area that the incident resides in.		Mandatory

		162		CAD shall be able to route to all positions signed on to cover the area of response, or positions covering the override area.  More than one dispatcher, as well as supervisors, must be able to monitor the various activity or calls at any time.		Mandatory

		163		A function key shall be used to  dispatch a unit or units to an incident when the specified incident number and unit or unit ID’s are typed on the command line.		Mandatory

		164		A function key shall be used to retrieve the oldest, highest-priority incident in the user’s pending queue and display the dispatch recommendation form. 		Mandatory

		165		An Incident Dispatch form shall provide the means to display and dispatch recommended units.		Mandatory

		166		The CAD system shall support the ability to dispatch additional units to an incident from the command line, and incident dispatch form, or using drag and drop functionality.		Mandatory

		167		The dispatch recommendation shall be configurable to display both available and unavailable units in the response area of the incident.  Unavailable units shall be highlighted with an identifier or by color-coding to indicate that they are busy but recommendable.  The CAD system shall allow the dispatch recommendation feature to be disabled system-wide, if an agency chooses not to use it		Mandatory

		168		If the dispatch recommendation is acceptable, the units should be able to be dispatched with a single keystroke. 		Mandatory

		169		The dispatcher shall be able to override the system's unit recommendation. 		Mandatory

		170		Only units on duty shall be recommended for dispatch.		Mandatory

		171		The CAD system shall support alternate dispatch recommendations for different types of crisis modes (severe weather, special events, etc.).		Mandatory

		172		The CAD system shall log the recommendation displayed for the user in the incident’s history.		Mandatory

		173		Units recommended for an incident shall be based on the geographic area of the incident, the incident type, and the units' capabilities.		Mandatory

		174		If AVL is available, the dispatcher shall have the option of using an AVL (closest unit) recommendation or a geographic area recommendation.		Mandatory

		175		Units recommended for fire and EMS incidents shall be based on the location of the incident, the incident type, the fire zone, any known premise information, and the capabilities of both the apparatus and the staff.		Mandatory

		176		There shall be no limit to the number of units that may be dispatched to an incident.  The CAD system shall track all the units individually.		Mandatory

		177		It shall be possible to dispatch a responding unit to another incident of higher priority. The CAD system shall have the option of either allowing the original incident to drop into a configurable call "stack" or have the original incident return to a pending status. If sent to a pending status, the incident shall be flagged, indicating that it was previously dispatched.		Mandatory

		178		The CAD system shall be able to return the freed incident to the pending queue with minimal user intervention.		Mandatory

		179		Users shall have the ability to dispatch multiple units to a single incident simultaneously from the command line. 		Mandatory

		180		If more than one unit is assigned to an incident at one time, the first unit shall be designated as the primary unit and any additional units as backups. 		Mandatory

		181		Optionally, the system should allow the user to assign a specific unit as the primary unit.		Mandatory

		182		Units may be "pre-assigned" to incidents. When a unit clears its assignment, it may automatically dispatched to the next "pre-assigned" incident.		Mandatory

		183		The CAD system shall record intermediate stops made by a unit en route to another call for service. 		Mandatory

		184		The CAD system should allow off-duty units to be placed on duty and their status tracked for off duty employment		Mandatory

		185		The CAD system shall have the ability to display and update incident information.  There shall be no limit to the number of authorized users that may review or update the same incident.		Mandatory

		186		The CAD system shall allow an unlimited number of updates and comments to each incident. 		Mandatory

		187		The CAD system shall support a feature to alert the user when supplemental information is added to an incident, without requiring user action.  The alert can then be cleared by the user after reviewing the update.		Mandatory

		188		Users and other authorized staff shall be able to add comments to any incident record, including closed incidents.		Mandatory

		189		The CAD system  shall maintain timers for each  incident and alert the user if the incident has "timed out."  Timers are based on the priority of the incident.  Pending incidents are timed by the priority of the incident.  Timers shall be configurable by the System Administrator.		Mandatory

		190		The CAD system shall support a function to reset timers for incidents that have timed out. 		Mandatory

		191		The CAD system shall record in Incident History time-out and the time-out reset  		Mandatory

		192		The CAD system users shall be able to recall incidents for review, enter update information, or dispatch additional units. 		Mandatory

		193		The system should allow an incident to be displayed or updated by entering either the fewest number of significant digits or the unit ID of any unit assigned to the incident.		Mandatory

		194		The CAD system shall support incident recall using either the command line or preformatted screen. 		Mandatory

		195		All incident search results shall be able to be sent to the printer. 		Mandatory

		196		The CAD system shall be able to clear all units from an incident at closure and assign a final disposition code.		Mandatory

		197		The CAD system shall respond to the initial dispatch by:		 

				  - Automatically assigning the dispatched units to the incident.		Mandatory

				  - Automatically removing the incident from the pending queue.		Mandatory

				  - Automatically updating the incident in the incident status display.		Mandatory

				  - Automatically starting the status timers for the dispatched units.		Mandatory

				  - Automatically logging the dispatches in the incident history.		Mandatory

				  - Automatically stamping time, operator, and position for all actions.		Mandatory

		198		Incident searches should be performed interactively using:		 

				  - Incident number.		Mandatory

				  - Range of dates.		Mandatory

				  - Range of times.		Mandatory

				  - Geographical area or radius from a specific location.		Mandatory

				  - Incident type.		Mandatory

				  - Assigned unit.		Mandatory

				  - Assigned trooper.		Mandatory

				  - Disposition.		Mandatory

				  - Call taker ID.		Mandatory

				  - user ID.		Mandatory

		199		The CAD system shall allow the call taker to dispatch the call based on the CAD system/AVL unit recommendation. 		Mandatory

		200		The system shall be highly configurable and must support:		 

				  - Agency-defined response zones/beats/boxes		Mandatory

				  - Agency-defined station order responses		Mandatory

				  - Agency-defined responses		Mandatory

				  -  Agency-defined location or premise classifications		Mandatory

				  - Agency-defined equipment or apparatus types		Mandatory

		201		First responder recommendations shall be configurable within the CAD system.		Mandatory

		202		The system shall include the ability to configure and designate mutual aid responses.		Mandatory

		203		Special equipment requests shall be configurable based on response and incident type.		Mandatory

		204		Special equipment requests shall be designated with the Incident Dispatch function to support on-the-fly requests from the field.		Mandatory

		205		CAD shall support a feature to handle a temporary change of quarters for Fire/EMS units to cover for a station that is low on resources.		Mandatory

		206		Fire units put into a covering status shall be recommended from the station for which they are covering.		Mandatory

		207		The CAD system shall allow supervisors to view all pending incidents system wide		Mandatory

		208		For traffic stops, entering the Unit ID should auto-populate other relevant data (officer badge number, etc.).		Mandatory

		209		With a license plate and/or name entered into the proper fields of an incident, or from the command line, the CAD system should have the ability to perform automatic RMS/NCIC queries on the information.		Mandatory

		210		The system should be able to scan returned queries, highlighting certain key words for the dispatcher (e.g., "wanted person," "stolen vehicle") capable of being modified by authorized personnel.		Mandatory

		211		The results of any query made through The CAD system shall be attachable to the CAD system incident.		Mandatory

		212		Personnel shall have the ability to transfer a created incident from one area  to another.		Mandatory

		213		The user shall have the option of assigning a different disposition to each unit clearing an incident.		Mandatory

		214		The CAD system shall allow "incident close" and "unit clear" commands. For example, the incident close command would close out the incident with a single disposition, regardless of how many units were on the assignment.  The unit clear command would only clear the unit specified in the command from the incident.  Once the last unit has been cleared from the incident, the incident would close.  This would allow dispatchers to clear individual units from the incident yet keep the incident open should other units still be working on it.		Mandatory

		215		Incidents should automatically route to the proper area based on a verified address.  		Mandatory

		216		The CAD system shall have the ability to send updated incident information to a mobile device as soon as the incident is updated, and vice versa.		Mandatory

		217		The CAD system shall have the ability to assign stacked or pending calls to a zone and not just a unit or officer. 		Mandatory

		218		The CAD Command Line shall support prompting the user for the next parameter required for each command. Users shall be able to turn this feature on and off.		Mandatory

		219		If more information is entered on the Command Line than can be displayed on a single line, the command line must wrap to display the entire string while typing.		Mandatory

		UNIT

		220		The CAD system shall have the ability to track units through status changes. 		Mandatory

		221		The CAD system shall support a central unit table for the creation of Unit IDs		Mandatory

		222		The CAD system shall have the ability to assign capabilities to units for dispatch recommendation purposes.		Mandatory

		223		Users shall have the ability to update a unit's functionality in real time by either adding or removing capabilities.		Mandatory

		224		The system should allow units assigned to an incident to be updated with a location other than the location of the incident without affecting the original incident location.  An audit record (including time of change) should be written to the incident.		Mandatory

		225		The CAD system shall allow comment information to be entered during unit status updates. This comment information shall be logged in the unit history and in the incident record if the unit is assigned to an incident.		Mandatory

		226		Unit status should be capable of being updated using a command, form, Mobile, mouse action, or function key.		Mandatory

		227		The user shall have the ability to transfer units from one geographic area to another.		Mandatory

		228		The CAD system shall allow dispatching and tracking of multiple units or changing multiple unit statuses at the same time. 		Mandatory

		229		The CAD system shall allow the user agency to define the following types of unit status parameters:		 

				  - Special status colors.		Mandatory

				  - Allowing a unit to be available for dispatch while in a status.		Mandatory

				  - Allowing a unit to be available for recommendation while in a status.		Mandatory

				  - Time allowed in a status.		Mandatory

				  - status code 		Mandatory

		230		The CAD system shall track time in status for each unit separately and shall allow each unit to be dynamically assigned different time-out values.  The CAD system shall alert the user when each unit has timed out.		Mandatory

		231		When a unit is put into a status, the CAD system shall assign a default timer defined for each status. 		Mandatory

		232		The CAD system shall support a function to reset timers for units that have timed out.		Mandatory

		233		The CAD system shall support a function that allows unit timers to be reset to a default value for a given status. 		Mandatory

		234		The CAD system shall support a function that allows unit timers to be set automatically based upon not only the status but also the priority of the incident to which units are responding.  For example, an en route time to a low-priority incident has more allowable time than en route time to a high-priority incident.		Mandatory

		235		The CAD system shall allow an assigned unit to be exchanged for another unit.		Mandatory

		236		The CAD system shall allow units to be placed on duty from a preformatted screen or command line. 		Mandatory

		237		The on-duty entry should include assignment. 		Mandatory

		238		Users shall have the ability to make changes in the on-duty unit status.		Mandatory

		239		The name of a ride-along should be capable of being entered at unit sign-on. Multiple rider names can be added to a unit.		Mandatory

		240		The CAD system should have the ability to assign vehicles to individual officers and maintain that vehicle assignment through shift changes.		Mandatory

		241		If an ID number being assigned to a unit already has an assignment, then the CAD system shall prompt the user to either change the badge number to the new assignment or maintain the old assignment.		Mandatory

		242		When an assignment is closed, the CAD system shall maintain the officer ID number(s) associated with the assignment for audit purposes.		Mandatory

		243		The CAD system shall provide a means to schedule groups of units to bring on duty at the same time.		Mandatory

		244		Special equipment or response capabilities (including but not limited to shotgun, pro2, MAV, sponge gun, bean bag, etc.)		Mandatory

		245		Ability to upload shift/roster information to CAD based on scheduled shift start time 		Mandatory

		246		Ability to modify shift/roster information up to scheduled shift start time		Mandatory

		247		The CAD system shall support the creation of Unit Groups for messaging and status changes.		Mandatory

		248		The CAD system shall support a temporary unit feature (with a minimum six-character unit number), allowing units that are not predefined in the system or not on duty to be placed on duty and dispatched via a single function by the system administrator.  		Mandatory

		249		Once the units complete the activity, they should be automatically taken out of service and removed from the system.		Mandatory

		250		The system shall display area-specific units separately from roaming units.		Mandatory

		251		Authorized users shall have the ability to add units to the master units table.  At minimum, a master unit record shall support the following fields:  eight-character unit number, area designation, zone designation, and unit type (one-officer, two-officer, two-investigator, etc.).		Mandatory

		MESSAGING

		252		The CAD System shall have the ability to send and receive messages to:		 

				  - Personnel.		Mandatory

				  - Workstations.		Mandatory

				  - Predefined groups (all users, all personnel in zone, etc.).		Mandatory

				  - Any combination of user-defined groups, such as personnel, workstations, and MDCs.		Mandatory

		253		The CAD System shall have the ability to send messages to either individuals or specific devices.		Mandatory

		254		The messaging system shall be an internal part of the CAD system. 		Mandatory

		255		The CAD System shall support the creation of dynamic messaging groups (i.e., when users sign on, the system shall determine what groups they are members of, based on rules that are managed by the system administrator). 		Mandatory

		256		The CAD System should have the ability to send notification and recurring messages.  Messages should be able to be defined for sending a prescribed number of times per hour, day, week, or month. 		Mandatory

		257		The CAD System shall support unlimited logging of messages. 		Mandatory

		258		The CAD System messaging shall support the ability for users to:		 

				  - Create free-form messages.		Mandatory

				  - Display messages via a single command		Mandatory

				  - Have audible and visual signaling of received messages.		Mandatory

				  - Forward, reply to, and delete messages.		Mandatory

				  - Send priority messages.		Mandatory

		259		CAD messaging shall allow messages to be routed to any system printer. 		Mandatory

		260		CAD messaging shall differentiate between CAD messages and messages returning from the message switch/NCIC. 		Mandatory

		261		CAD messages should be able to be added to an incident history		Mandatory

		262		CAD messages should be able to be sent from the command line		Mandatory

		ADDRESS BOOK

		263		CAD shall support a central Address Book for storing contacts, businesses and numbers to be used to address messages and look up information		Mandatory

		264		Personnel shall be automatically added to the address book for access to emergency contacts and numbers		Mandatory

		265		CAD shall support assigning security to address books		Mandatory

		266		CAD shall support searching address books from a form and command line		Mandatory

		267		CAD shall support key word searching for address book entries		Mandatory

		268		CAD shall support attaching documents and hyperlinks to address book entries		Mandatory

		BOLO DATABASE

		269		CAD shall support a BOLO or Alert database to capture information about people and vehicles		Mandatory

		270		CAD shall support the automatic query of the BOLO database whenever a person or vehicle is entered into the system		Mandatory

		271		CAD shall support expiring BOLOs automatically after an elapsed time		Mandatory

		272		CAD shall support manually expiring BOLOs		Mandatory

		273		CAD shall support cancelling BOLOs		Mandatory

		274		CAD shall support sending BOLO messages to all users, a selection of users and mobile devices or units		Mandatory

		CONTRACTOR ROTATION

		275		CAD shall support a support module for rotating contractor or support personnel		Mandatory

		276		CAD shall support the temporary removal of a contractor from a rotation		Mandatory

		277		CAD shall support the request for a contractor from a person or vehicle record		Mandatory

		278		CAD shall support support the ability to cancel a contractor request		Mandatory

		279		CAD shall store all information about a contractor request within the incident record		Mandatory

		STATUS MONITORS

		280		CAD shall support user-defined windows or monitor sets for dynamically updated views of ongoing incident, unit, and interface activities		Mandatory

		281		The status monitor shall allow the user to page via keystrokes or utilize the mouse to scroll to subsequent screens to view more incidents or vehicles than will fit on a single window		Mandatory

		282		Incident monitors shall be able to display active/pending incidents by area and incident status.		Mandatory

		283		The status monitor shall support the ability for system administrators, groups, or each individual to configure the layout of the workstation screen(s), depending on the number of monitors at the workstations, so workstation windows for pending queues, active units display, active incidents, etc., are not “hard-coded”.  		Mandatory

		284		The status monitor shall make use of color, sound (.wav files), and flashing in addition to textual information to enhance status recognition.  These assignments shall be user-definable.		Mandatory

		285		CAD commands and functions shall be programmable as mouse functions uniquely for each individual status monitor.		Mandatory

		286		The mouse functions shall support setting default  values (for example in building common status changes) or prompt the user to enter a value.		Mandatory

		287		When using the mouse functions within the status monitor the functions shall use the unit ID or incident the user has selected and not require them to re-enter this data.		Mandatory

		MAPPING

		288		CAD shall have a mapping display that utilizes and ESRI based map.		Mandatory

		289		The system shall have ability to have user defined map layers for information such as: lakes, water ways, railroad, parcels, parks, building footprints		Mandatory

		290		The system shall have ability to create links from the geofile to specific documents for locations or map points.  This may include Excel, Word, photos.		Mandatory

		291		The system shall have the ability to create links to the Web via points on the map.		Mandatory

		292		The updates to the map must not affect CAD operations.		Mandatory

		293		The CAD system shall provide a tightly integrated mapping application that shows incident and unit location.		Mandatory

		294		Mapping shall run on the same workstation as the CAD application client software.		Mandatory

		295		The maps shall be resident on the CAD workstation for optimal local, wireless, and remote performance.		Mandatory

		296		Mapping may be utilized in a wireless mode to support in-car mapping.		Mandatory

		297		Mapping shall graphically depict all active incident and unit information for the position.		Mandatory

		298		Mapping shall utilize the same coloring and textual information as CAD.  For instance, if the CAD system displays “EN” and a green color for enroute, the mapping application will do the same.		Mandatory

		299		The CAD system and the map display shall utilize the same ESRI geofiles.		Mandatory

		300		The map zoom levels shall be user defined by agency. For instance, Agency A wants the map zoomed to 1000 feet when recalling a dispatch, while Agency B wants the map zoomed to 2000 feet for the same function.		Mandatory

		301		Mapping shall support CAD command and mouse operations of zoom and pan functions		Mandatory

		302		Mapping shall support unattended operations that cause the map to perform a function when the CAD system performs a function requiring map operations. For instance, when a call is displayed, dispatched, updated; the map is automatically zoomed		Mandatory

		303		Mapping shall display the best route to an incident, including road conditions (e.g., closures, hazard warnings).		Mandatory

		304		Mapping shall provide distance and direction of travel information from any point to any point in the Geofile		Mandatory

		305		Mapping shall provide a method to track and report specific common place locations to be used in the incident create process that allows the operator to create an incident without searching for the physical address for the common place location.		Mandatory

		306		The tactical map shall interact with the CAD system in the following manner:		 

				  -  The map should zoom in to the incident location when an incident is initiated or updated.		Mandatory

				  -  Each unit's status will display as users update units on the CAD system.		Mandatory

				  -  User may initiate incidents utilizing a “point and click” on the map.		Mandatory

				  -  Users may update a unit’s status from the map		Mandatory

				  -  Users may update, recall, or dispatch an incident from the map		Mandatory

				  - Users may select Icons on the map and link to Web pages.  For instance, an Icon might display a weather map of an area by linking to the local new channels weather radar		Mandatory

				  -  User may select layers of the map to turn on and off. For instance, displaying parcels or hydrant locations when needed		Mandatory

				  - The ability to pan the map by grabbing a map point with the mouse and moving it		Mandatory

				  - The ability to select unit(s) and have the map automatically size to display the requested units within the map		Mandatory

				  -  With AVL the map will automatically pan to follow the selected unit(s)		Mandatory

				  - The ability to have the CAD system send recommendation requests for best path routing to the mapping applications including road conditions (e.g., closures, hazard warnings), then display the recommendations to the dispatcher.		Mandatory

				  -  The ability to support feet distances.		Mandatory

				  - The ability to have maps at any appropriately configured workstation local and/or remote.		Mandatory

				  - CAD shall have the ability to display location details, including premise and hazard information either requested from the CAD client or from the Map.		Mandatory

		307		 The system shall support Phase II wireless location display from cellular callers		Mandatory

		308		The system shall support automatic updating of Phase II locations, upon receipt of re-bid information from the 911 system.		Mandatory

		309		CAD shall support the ability to configure the polling frequency of AVL equipped vehicles either by Agency, Unit Status or Vehicle Type.		Mandatory

		310		The user shall be able to initiate a "Poll" or refresh of the units AVL location from the map at any time.		Mandatory

		311		The map shall accept the closing and opening of roads.		Mandatory

		312		During road closure the user shall be able to designate if an intersection should be treated as "open" so support crossing by public safety personnel.		Mandatory

		SMART PHONE TEXTING AND ALPHANUMERIC PAGERS

		313		The system must be able to automatically send text messages/pages to field personnel with configurable Call For Service information based on call type (selected by System Administrator) once incident has been entered  into CAD or if the call type is changed to one of the automatic text/page call types after initial entry into CAD.		Mandatory

		314		The software must send text pages, using freeform text, to field personnel with alphanumeric pagers or smartphones.		Mandatory

		315		The software must send text pages to groups of pagers.		Mandatory

		316		The software must allow for the entry and maintenance of pagers or groups of pagers that have been added to the pager software.		Mandatory

		317		CAD Paging must support numerous paging protocols to include:  Standard TAP, SMTP, SNPP, WCTP, and Pagemaster dial-up paging modems		Mandatory

		318		Paging must provide the CAD call for service details in the body of the page including location, coordinates, closest intersections, and narrative and can be configured by System Administrator.		Mandatory

		319		Paging should allow configuration of the paging message including "literals" which would allow agencies to define their own label for fields in the page.		Mandatory

		320		Configuration for paging must be available from unit maintenance to allow easy setup of group pages		Mandatory

		321		Paging must be supported from the command line in CAD		Mandatory

		322		Paging must be supported from the unit response recommendations window		Mandatory

		323		Access to paging functions must be controlled by the application security		Mandatory

		324		Paging maintenance must support drag and drop functionality to quickly and easily configure paging groups.		Mandatory

		325		Users will be able to view unit attributes from anywhere in CAD and see which paging group the unit is assigned to		Mandatory

		SYSTEM INTERFACES

		326		The system shall have the ability to transfer event (incident) and audit records from CAD through trigger configuration.  These transfers will be completed in near real time.		Mandatory

		327		The system shall have the ability to query external databases to get access to information, i.e., warrants, people, articles, guns.		Mandatory

		328		The system shall also support the ability to create, edit, and maintain the query structures.		Mandatory

		329		The system shall be integrated with an ad hoc report writer that allows a trained user to create reports from incident data.		Mandatory

		330		The system shall have a report scheduler that can schedule reports to be automatically run at user defined times.		Mandatory

		331		Reports should be publishable to an intranet or internet.		Highly Desired

		332		CAD shall have to ability to interface to TDD systems in order to accept emergency calls from hearing- or speech-impaired individuals.		Mandatory

		333		CAD shall have the ability to interface to an external master clock for time synchronization.		Mandatory

		334		CAD shall have the ability to interface to 911 systems		Mandatory

		335		The E-9-1-1 interface shall adhere to all NENA Phase I and II requirements for the receipt of Wireless 911 information.		Mandatory

		336		Anytime an incident is displayed, the caller’s address, name, and phone number shall display.  Additional NENA 05-002 information shall be easily accessed for the incident by using function key.		Mandatory

		REPORTING

		337		Ability to create reports based on any available CAD data		Mandatory

		338		Ability to create a standard Incident Detail Report by a single command, that includes all data associated with a specific incident formatted in an easy-to-read, professional style		Mandatory

		339		Ability to view, query and archive CAD logging data from a PC		Mandatory

		340		Ability to generate the following standard reports:		 

				Activity analysis by day of week		Mandatory

				Activity analysis by geographic area or any agency-defined layer		Mandatory

				Activity analysis by hour of day		Mandatory

				Activity analysis by shift		Mandatory

				Incidents – by geographic area by hour of day		Mandatory

				Response time by method of receipt		Mandatory

				Response times by geographic area		Mandatory

				Response times by type of call/priority		Mandatory

				Total and average time on call – by day of week		Mandatory

				Total and average time on call - by geographic area		Mandatory

				Total and average time on call - by hour of day		Mandatory

				Total calls for service by date by nature or disposition		Mandatory

				Total incidents by date by nature or disposition		Mandatory

				Total reports by date by disposition		Mandatory

				Agency-defined query		Mandatory

		341		Ability to record and create reports using the following information:		 

				Alarm type and alarm company code		Mandatory

				All associated geofile information		Mandatory

				ANI/ALI data including address and phone number		Mandatory

				Available mobile to available at station		Mandatory

				Available mobile to unavailable		Mandatory

				Business or premise name		Mandatory

				Call-Taker/Dispatcher ID		Mandatory

				Comments/narrative (unlimited)		Mandatory

				Commonplace name (e.g., parks, streets, schools)		Mandatory

				Date and time call received by 911		Mandatory

				Date and time incident entered		Mandatory

				Date and time of held incidents		Mandatory

				Date range		Mandatory

				Disposition		Mandatory

				Geographical areas defined by the user		Mandatory

				Incident number		Mandatory

				Incident type		Mandatory

				Incident type/priority		Mandatory

				Location address, description, supplemental location		Mandatory

				On-scene to close of call by officer who arrive at scene		Mandatory

				On-scene to transporting		Mandatory

				Premise and prior information flag		Mandatory

				Premise type (e.g., building, location, person)		Mandatory

				Priority		Mandatory

				Reporting areas		Mandatory

				Reporting party information, including name, address and phone 		Mandatory

				Reporting zone		Mandatory

				Responding to on-scene		Mandatory

				Source (e.g., 911 or 10-digit, radio, other codes as defined by PPD)		Mandatory

				Time range (any time-stamped event to any other time-stamped event)		Mandatory

				Unit/officer ID		Mandatory

				User name and ID of all users associated with the incident		Mandatory

				Workstation ID associated with all CAD functions performed on incident		Mandatory

		342		Ability to print chronological incident and/or incident report listing		Mandatory

		343		Ability to query and print incident details, including		Mandatory

				Incident entry or incident number		Mandatory

				Date/time received		Mandatory

				Reporting zone		Mandatory

				Activity code/incident type		Mandatory

				Location or partial location		Mandatory

				All incidents in a geographical region defined by the user		Mandatory

				Priority		Mandatory

				Reporting party/complainant/caller name		Mandatory

				Phone number		Mandatory

				Narrative		Mandatory

				Vehicle description		Mandatory

				License plate		Mandatory

				Cancelled call		Mandatory

				Disposition		Mandatory

				Officers/units assigned		Mandatory

				Time dispatched		Mandatory

				En-route time		Mandatory

				On-scene time		Mandatory

				Available time		Mandatory

		344		Ability to create and maintain premise information		Mandatory

		345		Ability to capture and maintain premise information in user defined categories or types.		Mandatory

		346		Ability to define valid date ranges for time limited premise information at a given location (e.g., information valid between <start date> and <end date>) and notify supervisor of pending expiration dates		Mandatory

		347		Ability to define criteria for automatic premise information purges and activate or deactivate this feature		Mandatory

		348		Ability to create sign-on messages for subsequent shifts or individuals		Mandatory

		349		Ability to create and maintain automatic reminders of scheduled activities (radio tests, etc.):		 

		 		Daily		Mandatory

		 		Weekly		Mandatory

		 		Monthly		Mandatory

		 		Annually		Mandatory

		 		Multiple activities or reminder per time slot		Mandatory

		VIDEO (FIXED AND MOBILE)

		350		The system will have the ability to display on the map the location of of fixed security cameras.		Mandatory

		351		The system will have the ability to allow the operator (call taker-dispatcher-supervisor) to view the camera video.		Mandatory

		352		The system will have the ability to allow the operator (call taker-dispatcher-supervisor) to contol any PTZ cameras.		Mandatory

		353		The system will present a single or common camera interface regardless of  camera system type		Mandatory

		354		The system will have the ability to display video from in-car video systems		Mandatory

		355		The system will have the ability to allow mobile users access to video from fixed or mobile sources.		Mandatory

		NG9-1-1

		356		The system will have the ability to accept and associate with the CAD incident any relevant electronic media received from the NG9-1-1 network		Mandatory

		357		The vendor commits to adhere to NENA i3 standards in a reasonable time frame as new features are added to i3.		Mandatory

		358		The system will have a seamless workflow to accept multimedia electronic media from the NG9-1-1 network		Mandatory

		359		The system will have the ability to have the NG9-1-1 telephony user screens resident on the same workstation as the CAD		Mandatory

		TRAINING

		340		Ability to simultaneously operate a "Training" system. The training system must have identical functionality as the live system, but be available for training and scenarios.		Mandatory

		341		Ability to simultaneously operate a "Test" system. The test system must be available to test system changes prior to their implementation to the training or live systems.		Mandatory

		342		CAD shall provide an on-line training database for testing that does not impact the live database. During sign-on the user will be able to select training or live mode.		Mandatory





Mobile CAD

		Mobile CAD				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		TECHNICAL

		1		The Mobile system must utilize a Microsoft Windows server operating software.		Highly Desired

		2		The Mobile system must utilize Microsoft SQL database software. 		Highly Desired

		3		The Mobile system must utilize Microsoft Windows client software.		Highly Desired

		4		The Mobile system must be capable of achieving 99.999% availability		Critical 

		5		Database backups must be performed online without DBMS downtime		Highly Desired

		6		Data stored within the RDBMS must be secured. 		Highly Desired

		7		The Mobile system must support database concurrency. 		Highly Desired

		8		The Mobile system must support database replication. 		Critical

		9		The Mobile system must provide a customer configurable password management system. Passwords must be configured for expiration, minimum length, character types and numbers.		Mandatory

		10		The mobile data client shall be capability of roaming across a variety of networks, to give the user the most constant and reliable connectivity. 		Mandatory

		SYSTEM

		11		The system shall provide the users with the ability to configure Mobile to their specifications.		Highly Desired

		12		The Mobile queries shall be customizable by the agency		Highly Desired

		13		The system shall include commonly used pre-defined reports and an ah-hoc report writing tool.		Highly Desired

		14		Ability to operate in a "window-like" environment to support concurrent processing (e.g., invoke a license inquiry using a different "window" without losing initial working screen). 		Highly Desired

		15		Ability to install third-party programs on the MDC.		Mandatory

		16		Ability to accurately timestamp all field and dispatch transmissions to and from MDC.		Mandatory

		17		Ability to support local and remote printing.		Mandatory

		18		Ability to log all mobile activities (e.g., chats, NLETS queries, uploads/downloads of field reports) by the following:		 

				MDC		Mandatory

				Case number		Mandatory

				Date and time of transmission		Mandatory

				Incident number		Mandatory

				ORI		Mandatory

				User ID		Mandatory

				User name		Mandatory

		19		Ability to provide a home page with the following items:		 

				Current/active calls		Mandatory

				Pending calls		Mandatory

				District summary		Mandatory

				Map		Mandatory

		20		Ability to log and display all times in military (24 hour) clock format.		Desirable

		21		Ability to log times in 24-hour format (i.e., HH:MM:SS).		Mandatory

		22		Ability to provide an acknowledgement to all received transmissions.		Mandatory

		23		Ability to limit all commands to only minimal key strokes for functions including, but not limited to:		 

				Logon/logoff		Critical

				Run license plate numbers		Critical

				Using mapping features		Critical

				Clear a vehicle stop		Critical

				Clear incident call		Critical

				Look up premise history		Critical

		24		Ability to accelerate routine data entry tasks (i.e. workflow functionality) with the following:		 

				Drop-down lists		Highly Desired

				Auto-fill/auto-search		Highly Desired

		25		Ability to perform the following tasks at any MDC:		 

				Remote printing (user definable)		Mandatory

				RMS inquiries		Mandatory

				Inquiries to NLETS/NCIC		Mandatory

				Electronic messaging between two or more MDCs		Mandatory

				Electronic messaging between all MDCs		Mandatory

				Electronic messaging between MDCs and CAD		Mandatory

				Inquiries to designated local, state and national databases		Mandatory

				Access and display of electronic maps		Mandatory

				Access and display of electronic photos		Mandatory

				Query specific unit status		Mandatory

				Query specific unit location		Mandatory

				Display thumbnail photos on MDC		Mandatory

				Read driver license magnetic stripe/bar codes in unit for person identification.		Mandatory

		26		Ability to support touch-screen functionality.		Mandatory

		27		Ability to support voice activated (voice command) functionality.		Highly Desired

		28		Ability to perform commands using any of the following methods:		 

				Easy access toolbar		Mandatory

				Right mouse click		Mandatory

				Agency defined function keys (hot keys)		Highly Desired

				Touch screen		Mandatory

		29		Ability to use the following to invoke a function (e.g., status change, send message, etc.):		 

				Command entries on a command line		Highly Desired

				Function keys (one touch keys)		Highly Desired

				Point-and-click devices (i.e., mouse, trackball, touch pad)		Mandatory

				Touch screen		Mandatory

		30		Ability to move forward and backward to complete data fields without having to retype the entire field (e.g., insert and delete, cut and paste).		Mandatory

		31		Ability to page up and down.		Mandatory

		32		Ability to scroll up and down.		Mandatory

		33		Ability to require both user identification and password or user code.		Mandatory

		34		Ability to temporarily disable access to the mobile data device with a single keystroke and unlock the unit by entering a password to return to normal.		Critical

		35		Ability to log-on multiple individuals per unit.		Critical

		36		Ability to automatically log-off current users upon entry of a new log-on command by a new user.		Mandatory

		37		Ability to support an automatic download of software/files at log-on without interfering with operational performance (background application).		Critical

		38		Ability at sign-on for the BOLO module to be automatically updated on the user's computer.		Critical

		39		Ability to automatically update unit roster information based on MDC log-on information.		Critical

		40		Ability to separate MDC log off from designating status as off-shift.		Highly Desired

		41		Ability to separate MDC log on from designating status as on-shift.		Highly Desired

		42		Ability to display the following information on the screen during normal operations:		 

				Availability of wireless connectivity		Mandatory

				Communication verification and other MDC operational status		Critical

				Current status of defined units		Critical

				Incident number		Mandatory

				Message alert		Mandatory

				Unit ID		Mandatory

				Vehicle location		Mandatory

		43		Ability to support agency-defined hot keys and programmable function keys with the following agency configurable functions and statuses:		 

				Arrived/unit on-scene		Highly Desired

				Retrieve call information		Highly Desired

				Clear/available		Highly Desired

				Display message		Highly Desired

				Disposition call		Highly Desired

				Emergency		Desirable

				En route to station		Highly Desired

				En route/unit responding		Highly Desired

				In-service		Highly Desired

				In-service/report writing		Highly Desired

				Maps		Highly Desired

				Out-of-service		Highly Desired

				Premise information		Highly Desired

				Secure terminal (easy to lock and unlock)		Highly Desired

				Store/recall		Desirable

				Unit status		Highly Desired

				Units assigned to call		Highly Desired

				Vehicle registration check		Highly Desired

				Additional definitions as necessary		Highly Desired

		44		Ability to initiate an emergency message transmission from a touch screen button or hot key.		Desirable

		45		Automatically transmit the following information in an emergency situation:		 

				User name		Desirable

				User ID		Desirable

				Location		Desirable

		46		Ability to send to all mobile and CAD users (except the sender) an emergency notification with unit ID and location (if known) when the emergency key is activated.		Desirable

		47		Ability to prevent emergency notification from appearing on the sender's screen.		Critical

		48		Ability for the MDC screen to revert to its prior view after the user dismisses an emergency message.		Highly Desired

		49		Ability to view pending calls.		Mandatory

		50		Ability to view active calls.		Mandatory

		51		Ability to receive dispatches on the MDC.		Mandatory

		52		Ability to provide visual or audible alert to indicate that a dispatch has arrived.		Mandatory

		53		Ability to provide a distinguishable visual and audible alert for high priority calls (as defined by the agency).		Mandatory

		54		Ability to access and read all call comments associated with a call.		Mandatory

		55		Ability to display and buffer the following dispatch information upon dispatch of unit to an incident:		 

				Assisting unit(s)		Mandatory

				Building plans		Critical

				Comments/narrative (unlimited)		Mandatory

				Complainant Name/Contact Info/Address		Mandatory

				Date and time incident entered		Mandatory

				Document associated with a particular location		Critical

				Incident location with cross streets		Mandatory

				Incident priority (e.g., user-defined or defined by incident code )		Mandatory

				Incident type		Mandatory

				Map page		Mandatory

				New or developing information in free form		Mandatory

				Suspect Information (name, description, location)		Mandatory

				Phone number at incident location (if different)		Mandatory

				Premise and prior information flag		Mandatory

				Premise history information		Mandatory

				Recommended route		Mandatory

				Reporting party name, phone number, address		Mandatory

				Attachments such as photos, audio recording, or streaming video		Mandatory

		56		Ability to receive supplemental incident information (e.g., location, suspect, vehicle or other information, etc.) without interrupting/overlaying current screen:		 

				Visual alert		Mandatory

				Audible alert		Mandatory

		57		Ability to receive notification of dispatcher-initiated changes to an incident (e.g., supplemental information, unit reassignments, incident cancellation, preempting off call, etc.) without interrupting/overlaying current screen:		 

				Visual alert		Mandatory

				Audible alert		Mandatory

		58		Ability for mobile screen to update automatically as new information is added to a call.		Mandatory

		59		Ability to transmit status information to the CAD system in real time.		Mandatory

		60		Ability to update call status from field.		Mandatory

		61		Ability for changes and updates to be made interactively and instantly transmitted to or from the CAD system.		Mandatory

		62		Ability to sort information and toggle back and forth among windows.		Mandatory

		63		Ability to advise user of data entry or command errors with clear and concise messages.		Mandatory

		64		Ability, with appropriate supporting map/AVL technology, to indicate unit location when initiating an on-view incident with a function key.		Mandatory

		65		Ability to validate on-view location at the dispatch level (to avoid hang-ups in the field).		Mandatory

		66		Ability to initiate any query with minimal key strokes.		Mandatory

		67		Ability for agency to create standard screen formats for all agency inquiries.		Mandatory

		68		Pre-defined data entry/query forms should include, but not be limited to:		 

				Articles		Mandatory

				Accident Investigation		Mandatory

				Boats		Mandatory

				Driver license query		Mandatory

				License plate query		Mandatory

				License tabs		Mandatory

				Log-on/log-off		Mandatory

				Missing person information		Mandatory

				Name		Mandatory

				Premise information query		Mandatory

				Previous events		Mandatory

				Query specific incident status		Mandatory

				Query specific unit status		Mandatory

		69		Ability to save all previous license plate searches until user clears data by using either a clear all button or by selection of individual license plates.		Highly Desired

		70		Pre-defined data entry form to capture full DOJ demographic elements on subjects and vehicles.		Desirable

		71		Ability to perform agency-defined pertinent CAD query or update functions subject to access privileges (e.g., adding miscellaneous text comments to a call; adding disposition code to a call, etc.).		Critical

		72		Ability to produce a visible (e.g. record is in red) and audible (e.g. special beep tone) alarm when a return contains a record marked as potentially hazardous.		Mandatory

		73		Ability to produce a visible and audible alert when a record returns a record containing a stolen vehicle.		Mandatory

		74		Ability to drill down into query returns regarding a potentially hazardous subject, vehicle, and/or location to find the details of that hazard.		Mandatory

		75		Ability to select results from queries and drill down for detailed information.		Mandatory

		76		Ability to differentiate between call data and query results (e.g., color, font, screen location).		Mandatory

		77		Ability to query unit status by:		 

				Geographic area (e.g., area, beat, district, division, etc.)		Mandatory

				Dispatch group		Mandatory

				Unit ID		Mandatory

				Date and time range		Mandatory

				Call/event type		Mandatory

				Location		Mandatory

				Incident type		Mandatory

				Unit status		Mandatory

		78		Ability user to choose which group and division messages to receive. 		Mandatory

		79		Ability to store messages for later viewing.		Mandatory

		80		Ability to store for later recall messages over an agency-defined time period that were delivered during a log-on session.		Mandatory

		81		Ability for host computer to store unread messages when user logs off.		Mandatory

		82		Ability for messages to be able to be sorted by most recent or first call received.		Mandatory

		83		Ability to add and maintain Premise information. 		Highly Desired

		84		Ability to support AVL functionality.		Mandatory

		85		Ability to support GPS functionality.		Mandatory

		86		Ability to cache map layers to minimize the amount of data transmitted wirelessly.		Critical

		87		Ability to support full touch screen capability.		Mandatory

		88		Ability to select and use static and non-static mapping formats.		Mandatory

		89		Ability to support data developed on an ESRI GIS-based platform, including, but not limited to: street centerlines, address points, buildings.		Mandatory

		90		Ability to display County maps with agency-defined features (i.e., street names, block ranges, terrain features, common places, etc.).		Mandatory

		91		Ability to provide the same navigation functionality as for CAD mapping.		Mandatory

		92		Ability to zoom in and zoom out on map.		Mandatory

		93		Ability to zoom by click with re-center.		Mandatory

		94		Ability to zoom in/out to fixed extents.		Mandatory

		95		Ability to pan.		Mandatory

		96		Ability to identify layer attributes.		Mandatory

		97		Ability to support hyperlinks to files, URL's and other documents (emergency plans, hazmat).		Mandatory

		98		Ability to locate address information by address point or street centerline.		Mandatory

		99		Ability to display distance in standard measurements between two user selected points.		Mandatory

		100		Ability to graphically display street network for a desired coverage area.		Mandatory

		101		Ability to access and display specific map layers (e.g., apartment complexes, special structures, etc.). 		Mandatory

		102		Ability to display maps with the following features, including, but not limited to:		 

				Streets, intersections and freeways		Mandatory

				Street names		Mandatory

				Block ranges		Mandatory

				Business name		Mandatory

				Major buildings or facilities		Mandatory

				Parcel		Mandatory

				Map page or reference numbers		Mandatory

				Reporting districts		Mandatory

				Parks		Mandatory

				Schools		Mandatory

				Police / Sheriff stations		Mandatory

				Response areas		Mandatory

				Map or terrain features (e.g., rivers)		Mandatory

				Photo overlay		Mandatory

				Common places (i.e., point coverage)		Mandatory

				Agency-defined layers		Mandatory

		103		Ability to center map display on:		 

				Current vehicle location (with AVL)		Mandatory

				Dispatch location		Mandatory

				Location of cursor when mouse button is clicked		Mandatory

				Specified geographic area		Mandatory

				Station location		Mandatory

		104		Ability to display location at cursor when mouse button is clicked		Mandatory

		105		Ability for an apartment complex map to "pop up" when user clicks on the location for the apartment complex (assuming user-created map layer containing site maps).		Mandatory

		106		Ability to center the map on a verified location.		Mandatory

		107		Ability to automatically link and display map data for a dispatched location.		Mandatory

		108		Ability to display active incidents and unit statuses on the map.		Mandatory

		109		Ability to filter the display of active incident and unit status based on map scale.		Mandatory

		110		Ability to support quickest-time routing for all dispatches.		Mandatory

		111		Ability to calculate directions to incident/specified location.		Mandatory

		112		Ability to recalculate directions to incident/specified location on the fly.		Mandatory

		113		Ability to display shortest route from point-A to point-B (i.e., street network routing), and highlight quickest route, including directions based upon roadway/access availability (e.g., construction, detours).		Mandatory

		114		Ability to view other unit locations and last known locations.		Mandatory

		115		Ability to display vehicle location on a map and view progress toward incident location.		Mandatory

		116		Ability to display direction of travel of units.		Mandatory

		117		Ability to highlight on the map the recommended route from current location to a dispatched incident site.		Mandatory

		DATABASES

		118		The systems configuration database rules shall be highly user configurable allowing each user agency to define separate parameters.		Critical

		119		The system shall provide a logging feature that logs adds, changes and/or deletes to any configuration item.		Critical

		120		The Mobile database shall process data in real time. This means any parameter change or database change is done while the system is on-line. For instance, if a user agency wanted to add a new field to track the vehicles that are searched during traffic stops, they can do this while the Mobile is in-use.  The field change takes effect upon the next auto synchronization or on a manual synchronization request.		Critical

		121		Configuration changes shall not require a shutdown or logoff of the system or the Mobile clients.		Critical

		PICTOMETRY INTERFACE

		122		The system must fully interface with Pictomertry.		Highly Desired

		123		System should access Pictometry from CAD mapping, pin mapping, and mobile mapping		Highly Desired

		124		Users should be able to view a structure’s height, area, pitch, and distance from other objects.		Highly Desired

		125		System should print and export Pictometry images.		Highly Desired

		FIREHOUSE INTERFACE

		126		The system must fully intergrate with Firehouse Records Management and all of its modules to allow bi-directional sharing of information.		Critical





Tablet-Smartphone

		Tablet / Smartphone				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Users must be able to access system information (911CAD) through a smartphone or tablet interface by use of "apps".		Critical 

		2		Smartphone/Tablet "apps" should provide the following system functions: 
— current call type and call location                                                                                                                                                                              
— call comments
— mapping
— unit status
In the Comments box provided, identify any functions the system does not provide.		Critical

		3		Interface should follow agency-defined data partitioning security parameters.		Critical

		4		System should allow for administrator security levels		Critical

		5		System should allow for messaging links to cellular devices.		Critical





State NCIC

		State/NCIC Interface				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The interface must support communication between the application and the National Crime Information Center (NCIC), as well as local and state agencies. 		Mandatory

		2		Ability to authorize individual clients or workstations to access the State/NCIC application. 		Mandatory

		3		Ability to direct a single query to the state/NCIC, local database, or both.		Mandatory

		4		Ability to create user-designed format screens.		Critical

		5		Ability to specify security access permissions for any request format. 		Mandatory

		6		Ability to log all transactions in a history file for viewing and reporting purposes. 		Mandatory

		7		Ability to search for state/NCIC responses by date/date range. 		Mandatory

		8		Ability to print messages received via a state/NCIC request/response. 		Mandatory

		9		Ability to send messages to specified units. 		Mandatory

		10		Ability to edit the string of data that is sent to the local, state, or NCIC system. 		Mandatory

		11		The interface must provide or support an online interface from the CAD application to the State/NCIC database.		Mandatory

		12		Ability to link from the CAD software to the State/NCIC network to run license plate and warrant checks.		Mandatory

		13		Ability to link from the CAD to the State/NCIC network to automatically attach a CAD inquiry to the incident/call database.		Mandatory

		14		Ability to access NCIC forms within CAD.		Mandatory

		15		Ability to access NCIC history within CAD.		Mandatory

		16		Ability to setup the automatic transmission of license plate or driver license information based on CFS type.		Critical 

		17		All automatic transmissions that are attached to a CFS must be logged on the call and easily accessed.		Mandatory

		18		All responses that can be matched to the original transmission and are attached to a CFS will be logged on the call in the same area as the transmissions.		Mandatory

		19		GCIC/NCIC inquiries on a person or vehicle should provide a history listing of all times the person or vehicle was run inside our jurisdiction and by whom.		Mandatory





Field Based Reporting

		Field-Based Reporting				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The software must minimally support entry of incidents, cases, arrests, supplements, and field contact forms.		Mandatory

		2		The software must also offer an option for field investigations/contact cards so they can be done in the field but still support a review process		Mandatory

		3		Forms and report merge (into RMS) process must be agency-defined.		Mandatory

		4		The software must support entry of accidents.		Mandatory

		5		The software must have the ability to add business logic to form entry.		Mandatory

		6		The software must be support a UCR compliant data schema (Vendor is responsible for format set up, transmissions and support to state)		Mandatory

		7		FBR must be able to have configurable form/field rules that will catch IBR/UCR errors at data entry time		Mandatory

		8		The printed output from any particular field report type must be agency configurable to support mandated report outputs.		Mandatory

		10		The software must allow an officer to review the report for errors and warnings before submitting to a supervisor.		Mandatory

		11		The software must support Supervisor Review.		Mandatory

		12		The software must allow for upload of officer reports to the Supervisor via the following means:		 

				Removable/Portable media (thumb drives)		Desirable

				Wireless (RF) over any protocol and network (RF, GPRS, IPMobileNet, Cellular)		Mandatory

		13		The software must support printing of a Field Report prior to being merged into the RMS database.		Highly Desirable

		14		The software must allow a user to merge officer reports into an existing Records Management Database, eliminating duplicate entry and any re-keying of data.		Critical 

		15		FBR must support an exact copy of an officers report, as it existed when approved, for agencies that treat the officers report as evidence in court proceedings		Mandatory

		16		The Field Reporting module must support the downloading of tables to all mobile devices, eliminating the need to update tables on individual devices.		Critical

		17		The software should support user password protection		Mandatory

		18		Software should allow an officer to save an incomplete report for completion at another time.		Mandatory

		19		Incomplete reports can be completed in station or on any other device that has the FBR software installed		Mandatory

		20		Software must support narrative text entry with spell checker. 		Mandatory

		21		Software must have automatic spell check.		Mandatory

		22		Software should be table-driven.		Mandatory

		23		All field reporting drop down lists should come from RMS avoiding duplicate configuration and setup and to ensure both RMS and FBR are in synch		Mandatory

		24		The merge process should support merging one record at a time, allowing the merge administrator to make changes if necessary.		Mandatory

		25		The Field Reports should be capable of automatically populating the Fields in the RMS database during the merge process.		Mandatory

		26		Should provide the ability to complete accident diagrams (Internal accident diagram capability required. No 3rd party software needed).		Critical

		27		Any completed accident diagram must be part of RMS and accessible from both FBR and RMS.		Critical

		28		Should support hidden data for report entry allowing the administrator to configure default values and text that is available based on any report field.		Highly Desirable

		29		Must support multiple report types for each incident and/or case so an agency can have separate screens for specific report types like domestic violence		Critical

		30		Should support copying of data from different report sections and between different reports to cut down on data entry.		Critical

		31		Should provide the ability to print in the car.		Critical

		32		Should allow notes on every form and field as needed by the officer or supervisor		Highly Desirable

		33		Should support touch screen functionality.		Mandatory

		34		The software should allow for a report to be transmitted to a supervisor and back to individual for review and editing all over the wireless network.		Mandatory

		35		The software should allow all toolbars and toolbar buttons to be agency defined.  In a multi-jurisdictional environment each agency can layout the system the way they desire.		Critical

		36		The software should allow for patches and updates to be applied from a central site without having to go to each individual mobile unit to load.		Highly Desirable

		37		The software should support encryption during all processes both on the local client and over the wireless network.		Mandatory

		38		Any form that is built or scanned into the field reporting software should also have ability to print with the appropriate data as the original form.		Highly Desirable

		39		The system must have the ability to correct a report after it has been approved, submitted and received in RMS		Critical

		40		The system must allow for deletion at the administrator security level		Critical

		41		The system must have a supplemental report tab which provides all information submitted as a supplemental report to be viewed including the author of the supplemental report.		Highly Desirable





K9 Report

		K9 Reporting				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to enter and maintain information including:		 

				       Activity Type		Highly Desired

				       Date		Highly Desired

				       Primary Officer		Highly Desired

				       Address		Highly Desired

				       Temperature		Highly Desired

				       Humidity		Highly Desired

				      Wind Speed		Highly Desired

				      Time called out		Highly Desired

				      Time Deployed		Highly Desired

				      Time spent until clear		Highly Desired

		2		Ability to associate a record to a related incident report.		Highly Desired

		3		Ability to support unlimited narrative input.		Highly Desired

		4		Ability to track canine activity.		Highly Desired

		5		Ability to generate reports regarding the canine's progress.		Highly Desired





Field Investigations

		Field Investigations				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The module must provide immediate access to all information about field investigations.		Mandatory

		2		Ability to associate an investigation to a specific case. 		Mandatory

		3		Ability to enter and maintain the following basic contact information:  		 

				Contact date/time		Mandatory

				Contact type		Mandatory

				Contact reason		Mandatory

				Location		Mandatory

		4		Ability to enter and maintain information sources (e.g., rumors, anonymous tips, confidential informants and first-hand accounts from a law enforcement officer).		Mandatory

		5		Ability to associate an investigation with a specific bureau. 		Highly Desired

		6		Ability to associate an investigation with a specific reporting district.		Highly Desired

		7		Ability to identify a contact by master name or by associated case subject. 		Highly Desired

		8		Ability to enter and maintain contact vehicle information. 		Critical 

		9		Ability to enter and maintain all officers associated with the investigation. 		Mandatory

		10		Ability to attach multiple document of various types to an investigation record. 		Critical

		11		Ability to link or group all known associates at a given criminal location.		Critical

		12		Ability to track field investigations by:		 

				Contact type		Highly Desired

				Case number		Highly Desired

				Contact reason		Highly Desired

				Date/date range		Highly Desired

				Field investigation number		Highly Desired

				Investigating officer		Highly Desired

				Contact name		Highly Desired

				Location		Highly Desired

		13		Ability for FI to be attached/referenced to the original case report.		Critical

		14		Ability of CID Supervisor to modify information in FI module		Highly Desired





Accident Reporting

		State Accidents				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to enter, maintain and track all information about an accident. 		Mandatory

		2		Ability to enter, maintain and track detailed information about all subjects associated with an accident (e.g., drivers, passengers, pedestrians, witnesses, etc.) 		Mandatory

		3		Ability to enter, maintain and track detailed information about all vehicles associated with an accident. 		Mandatory

		4		Ability to attach multiple supporting documents of various types to an accident record. 		Mandatory

		5		Ability to link accident, incident and case numbers for investigative and search purposes.		Mandatory

		6		The system must support commercial vehicle supplements to capture required information for commercial vehicles.		Mandatory

		7		The system must comply with all state (GA) mandated accident reports.		Mandatory

		8		Ability to print accident report on demand.		Mandatory

		9		Ability to submit electronically all accident reports from our Jurisdiction to the State of Georgia		Mandatory

		10		Internal accident diagramming funtion is required in the accident report form.		Highly Desired

		11		Third party accident diagramming software interface if internal diagramming not available		Mandatory





E-Citations

		Electronic Ticket Writer 				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		MOBILE TICKET SOFTWARE

		1		Software must be cabable of auto-populating the citation by scanning the information from an offender’s driver’s license – and from the registration, driver’s license, and  files returned with a mobile query data system.		Mandatory

		2		Citation must be able to be completed / printed with coordinating equipment installed on plain paper printer.		Critical 

		3		Software must provide ability to print citation in the current Georgia UTC format, or custom required format as determined by each judical office.		Critical

		4		Solution should print citation form and data on blank paper (no preprinted paper required) 		Critical

		TICKET WRITER INTERFACE

		5		Utilizes interoperability to facilitate the sharing of data between RMS and third-party applications. 		Mandatory

		6		Ability to start and stop the interface workflow. 		Desirable

		7		Ability to log interface activity, view the log file, control the rate at which the log is refreshed, and purge the log file as needed. 		Highly Desirable

		8		Ability for system administrator to change interface workflow.		Highly Desirable





RMS-Law

		Records Management System				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The RMS system must utilize a Microsoft Windows Server operating software.		Highly Desirable

		2		The RMS must utilize a Windows graphical user interface (GUI)		Highly Desirable

		3		The RMS system must utilize Microsoft SQL database software.		Highly Desirable

		4		Changes must be able to be entered when the system is on-line.		Critical 

		5		The system must use an industry standard SQL structure accessible by ad hoc reporting and query tools.		Critical

		6		The RMS must fully integrate with the CAD software and be provided by the same vendor. Full integration must include automatic, seamless transfer of critical information between CAD, Mobile Computing, RMS and Jail Management. Examples include transfer of CAD incident information to RMS, and transfer of hazard information associated with persons and locations to alert dispatchers of potentially threatening situations for officers.		Critical

		7		The software must have multi-jurisdictional environment capabilities.		Mandatory

		8		The software must have a tabular design, allowing access to multiple layers of the system from the same screen.		Critical

		9		Ability for multiple users to be logged onto the system and use the same applications simultaneously. 		Mandatory

		10		There must be a standardized Windows-compliant, mouse-driven Graphical User Interface (GUI) for all modules.		Mandatory

		11		All software modules must have the ability to access the same master name records.		Mandatory

		12		Authorized agency staff must be able to modify or adjust commonly altered variables such as codes, tables, report parameters, etc., without the services of a professional programmer.		Mandatory

		13		Standard toolbar functionality must include buttons that allow users to do the following: 		 

				Create new records		Mandatory

				Open existing records		Highly Desirable

				Save records 		Highly Desirable

				Delete records		Mandatory

				Copy records		Mandatory

				Print records		Mandatory

				Access online Help		Mandatory

		14		The software must be able to associate codes to more than one location or panel when the same validation table entries are used in multiple locations.		Critical

		15		The system must use consistent validation table processing.		Mandatory

		16		The system must allow for agency-defined validation tables.		Mandatory

		17		Ability to assign alternate values to validation set values in order to tie specific data elements to various software functions, including, but not limited to, report generation and data matching with other ORIs and third-party software.  		Critical

		18		All applications must integrate tightly with each other to permit the greatest operator and system efficiency.		Mandatory

		19		The software must provide a one-time, single-point system of data entry that allows information to be accessed from other applications.		Mandatory

		20		The software must provide a basis, such as a report wizard, for preparing various statistical and analytical reports.		Mandatory

		21		The software must allow users to create and store ad-hoc reports.		Mandatory

		22		The software must directly output from a data search to a printer upon user request.		Mandatory

		23		The software must provide the capability to add unlimited narrative to records, to ensure all critical information is captured.		Mandatory

		24		The system administrator must be able to identify the individual who last entered or updated any transaction as well as the date and time of the modification.		Mandatory

		25		The software must have the ability to use standard PC word processing applications in modules where needed.		Mandatory

		26		The software must track user activity (i.e., the addition, modification, viewing, and deletion of records) and record the following for each incidence of such activity: user name, access type, date, time, record key and device.		Mandatory

		27		The RMS software must have the ability to run in a virtual server environment, including both Vmware and Microsoft Hyper-V. 		Mandatory

		28		The software must provide inquiry capability for all employees based on profile and password security.		Mandatory

		29		The software must have UCR and IBR compliance capability.		Mandatory

		30		The software must be NIBRS compliant.		Mandatory

		31		The base RMS software must support:		 

				Accidents		Mandatory

				Arrests		Mandatory

				Business Registry		Mandatory

				Case Processing		Mandatory

				Incidents		Mandatory

				Computer Aided Investigation		Mandatory

				Federal Reports (UCR/IBR)		Mandatory

				Geo-Address Verification		Mandatory

				Impounded Vehicles		Mandatory

				Incident Tracking		Mandatory

				Known Associates		Mandatory

				Master Name Processing		Mandatory

				Personnel/Training		Mandatory

				Property and Evidence Tracking		Mandatory

				Suspect Tracking		Mandatory

				Traffic Tickets & Citations		Mandatory

				Wants and Warrants		Mandatory

		32		The following modules must also be available:		 

				Activity Reporting		Mandatory

				Animal Tracking		Mandatory

				Bicycle Registrations		Desirable

				Briefing Summary		Mandatory

				Career Criminal Registry (Parolee, Sex Offender)		Mandatory

				Case Management		Mandatory

				Civil Paper Processing		Mandatory

				Data Analysis/Crime Mapping/Management Reporting		Mandatory

				Demographic Profiling		Mandatory

				Equipment Tracking		Mandatory

				Field Investigations		Mandatory

				Gang Tracking		Mandatory

				Gun Permits and Registrations		Mandatory

				Hazardous Materials		Mandatory

				Index Cards		Mandatory

				Narcotics Management		Mandatory

				Orders of Protection		Mandatory

				Pawn Shops		Mandatory

				Property Room Bar Coding		Mandatory

				Regional Data Sharing		Mandatory

				State/NCIC Interface		Mandatory

		RMS SYSTEM SECURITY

		33		The software must provide component (e.g., modules, entry screens) and report (e.g., case reports, ticket reports) security to permit and restrict user/user group rights. 		Mandatory

		34		The system administrator must have the ability to set up, grant or deny, user/user group permissions for all components, including add, change, delete, view/use, and print permissions.		Mandatory

		35		The system administrator must have the ability to restrict security components by individual user or user group. 		Mandatory

		36		Security components cannot be changed or deleted by unauthorized users.		Mandatory

		37		The system administrator must have the ability to create and maintain authorization templates (which are defined by name).		Mandatory

		38		Authorizations must be tied to user login and corresponding confidential password. 		Mandatory

		39		Passwords must never be displayed.		Mandatory

		40		The system administrator must have the ability to easily create system users. 		Mandatory

		41		The system administrator must have the ability to easily change passwords.		Mandatory

		42		Although the administrator can change user passwords, the actual passwords must not be revealed to the system administrator.		Mandatory

		43		User passwords must be encrypted when stored in the database.		Mandatory

		44		Ability to require password expiration after an administrator-defined number of days.  		Mandatory

		45		Ability to define a minimum and maximum password length. 		Mandatory

		46		Ability to lock users out of the system after an administrator-defined number of invalid login attempts. 		Mandatory

		47		Ability to restrict user access by time of day, day of week, etc.		Mandatory

		48		Ability to automatically log all security violations.		Mandatory

		49		Ability to purge the security violation log.		Mandatory

		50		Ability to purge the user and system login log.		Mandatory

		51		The system administrator must have the ability to grant individual permissions to documents in the event that a document’s author is unavailable to do so.		Mandatory

		52		The software must provide the ability to restrict access to specific information/features.		Mandatory

		53		The software must provide inquiry capabilities for all employees based on profile and password security.		Mandatory

		54		Ability to audit user access to modules, files and information changes		Mandatory

		MASTER NAME REQUIREMENTS

		55		The software must use the master name concept and contain all information collected on a person or business, as well as all associated activities, in a single master name record.		Mandatory

		56		The software must provide a listing of all activities in which a person has been involved, including those related to arrests, jail releases, tickets, warrants, cases, incidents, accidents, gangs, vehicles and guns.		Mandatory

		57		Ability to display an image of the subject within the master name record, whether by capturing an image with a digital camera or by uploading an image from a camera, computer disk or any TWAIN32-compliant imaging device. 		Mandatory

		58		The master name record must be accessible from the following modules:		 

				Accidents		Mandatory

				Alarms Management		Mandatory

				Alerts		Mandatory

				Animal Tracking		Mandatory

				Arrests		Mandatory

				Bicycle Registrations		Mandatory

				Bookings		Mandatory

				Buildings		Mandatory

				Career Criminal Registry		Mandatory

				Case Management		Mandatory

				Cases		Mandatory

				Civil Paper Processing		Mandatory

				Computer Aided Investigation		Mandatory

				Equipment		Mandatory

				Field Investigations		Mandatory

				Gang Tracking		Mandatory

				Gun Permits and Registrations		Mandatory

				Hazardous Materials		Mandatory

				Impounded Vehicles		Mandatory

				Incidents		Mandatory

				Index Cards		Mandatory

				Narcotics Management		Mandatory

				Pawn Shop Processing		Mandatory

				Property Room 		Mandatory

				Tickets and Citations		Mandatory

				Vehicles		Mandatory

				Wants and Warrants		Mandatory

		59		Ability to enter and maintain the following master name record data elements:		 

				Name (First, Middle, Last, Suffix)		Mandatory

				Address (City, State, Zip Code)		Mandatory

				Age/Race/Sex		Mandatory

				Associated Names		Mandatory

				Affiliation		Mandatory

				Physical Description		Mandatory

				Scars, Marks or Tattoos		Mandatory

				Date of Birth		Mandatory

				Driver’s License Number		Mandatory

				Driver's License Expiration Date		Mandatory

				Driver's License Characteristics		Mandatory

				Social Security Number		Mandatory

				Personal Information		Mandatory

				Handicaps		Mandatory

				Inmate Number		Mandatory

				Department Arrest Number		Mandatory

				Mug Shot Number		Mandatory

				FBI Number		Mandatory

				Local Identification Number		Mandatory

				State Identifier Number (SID)		Mandatory

				Military Service Number		Mandatory

				Alias (Multiple Types)		Mandatory

				Nickname (Street Name)		Mandatory

				Place of Birth		Mandatory

				Occupation		Mandatory

				Home Phone		Mandatory

				Work Phone		Mandatory

				Cell Phone		Mandatory

				Employer Name and Address		Mandatory

				Fingerprint Classification Number		Mandatory

				Marital Status		Mandatory

				Vehicles		Mandatory

				City, County, Country and Place of Birth		Mandatory

				Illegal Alien		Mandatory

				School		Mandatory

				Religion		Mandatory

				Citizenship		Mandatory

				Associated ID Numbers		Mandatory

				Modus Operandi/Crime Specialties		Mandatory

				Known Associates		Mandatory

				Contact Information		Mandatory

		60		The software must eliminate the need to duplicate any information already entered.		Mandatory

		61		Once a master name record is created, authorized users must be able to update any basic data fields and add or modify other information as needed.		Mandatory

		62		Ability to cross-reference the master name record to all other records associated with an individual.		Mandatory

		63		Ability to restrict name activity access by jurisdiction.		Mandatory

		64		Ability to edit and merge duplicate master names.		Mandatory

		65		The software must restrict access to specific features and functions by user ID and password.		Mandatory

		66		The software must store narrative associated with a name and display it upon inquiry for that name.		Mandatory

		67		The software must link multiple addresses to a master name record and date all changes to an address.		Mandatory

		68		The software must associate previous address records with a date of address change, along with the person that changed the address.		Mandatory

		69		The software must have the ability to check all coded entries in the master name record for validity at the time of data entry.		Mandatory

		70		The software must automatically check a name against the list of outstanding warrants and notify the user. 		Mandatory

		71		Users must have the ability to search for and obtain details on any type of record associated with the individual master name record, such as: 		 

				Suspects		Mandatory

				Arrests		Mandatory

				Witnesses		Mandatory

				Reporting Parties		Mandatory

				Known Offenders		Mandatory

				Known Associates		Mandatory

				Callers		Mandatory

				Inmates		Mandatory

				Complainants		Mandatory

		72		Users must have the ability to search for master name files based on any of the following criteria:		 

				Name		Mandatory

				SSN		Mandatory

				Date of Birth		Mandatory

				Height or Height Range		Mandatory

				Weight or Weight Range		Mandatory

				Hair Color		Mandatory

				Eye Color		Mandatory

				Physical Characteristics		Mandatory

				Combination of Parameters		Mandatory

				Race		Mandatory

				Sex		Mandatory

				Address (City, State, Zip Code)		Mandatory

				Identifying Clothing		Mandatory

		73		The software must treat common business names like McDonald’s as a master name record.		Mandatory

		74		Ability to easily copy master name records, e.g., to use in other jurisdictions. 		Mandatory

		75		Ability to locate subject records via Soundex (first, middle, last name). 		Mandatory

		76		Ability to perform field level auditing within a master name record.		Mandatory

		INCIDENTS

		77		The software must capture and store data from an officer’s field report, including the associated report narrative.		Mandatory

		78		The software must allow authorized users to update and maintain incident records with new information as needed.		Mandatory

		79		Ability to enter supplemental reports. 		Mandatory

		80		Ability to index incident records by incident number. 		Mandatory

		81		Ability to enter and maintain information on any type of incident/criminal activity.  		Mandatory

		82		Ability to correct previously entered incident data in the case data entry screen.		Mandatory

		83		Ability to enter and maintain the following general incident record data elements:  		 

				Incident Type		Mandatory

				Call Date/Time		Mandatory

				Call Source		Mandatory

				Status		Mandatory

				Priority		Mandatory

				Associated Case Number		Mandatory

				Nature of the Call		Mandatory

				Caller Name		Mandatory

				Incident Location		Mandatory

				Reporting District		Mandatory

		84		Ability to enter and maintain multiple officer narratives. 		Mandatory

		85		Ability to view related special response information, as entered and maintained in CAD.		Mandatory

		86		Ability to enter and maintain information about associated units and personnel. 		Mandatory

		87		Ability to enter and maintain information about the vehicles associated with the incident.		Mandatory

		88		Ability to view a list of other incident numbers associated with the incident, as entered via CAD. 		Mandatory

		89		Ability to enter and maintain information about all persons associated with the incident.		Mandatory

		90		Ability to enter and maintain associated dispositions.		Mandatory

		91		Ability to display and view a list of other records associated with the incident. 		Mandatory

		92		Ability to generate multiple incident related reports for statistical crime analysis.		Mandatory

		93		Ability to associate property with an incident. 		Mandatory

		CASE PROCESSING

		94		Ability to apply user security to case entry, search and all incident related reports.  		Mandatory

		95		Ability to pull data from an existing incident record.		Mandatory

		96		Ability to  update and maintain case records with new information as needed.		Mandatory

		97		Ability to enter supplemental reports.		Mandatory

		98		Ability to index case records by case number, which may be the same as the originating incident number.		Mandatory

		99		Ability to enter and maintain case records on any type of incident or criminal activity.  		Mandatory

		100		Ability to track multiple crimes within a single master case record.		Mandatory

		101		Ability to cross-reference and link multiple related offenses to a specific case record via its case number. 		Mandatory

		102		Ability to automatically create a case record upon entry of the crime report data.		Mandatory

		103		Option to automatically generate year-based case numbers. 		Mandatory

		104		Ability to correct previously entered incident data in the case data entry screen.		Mandatory

		105		Ability to enter and maintain the following case record data elements:  		 

				Incident Type		Mandatory

				Occurred Location		Mandatory

				Hate Bias Information		Mandatory

				Criminal Activity		Mandatory

				Entry and Exit Methods/Points		Mandatory

				Date/Time of Occurrence		Mandatory

				Date of Reported Occurrence		Mandatory

				Multiple Crime/Offense Codes		Mandatory

				Type of Arson Reported		Mandatory

				Type of Theft Reported		Mandatory

				Status of the Complaint		Mandatory

				Disposition/Date of the Complaint		Mandatory

				Multiple MOs of the Crime		Mandatory

				Attempted Crime		Mandatory

				Type of Weapon		Mandatory

				Type of Tool		Mandatory

				Codes for the Type of Scene of the Crime		Mandatory

				Officer’s Bureau Assignment		Mandatory

				Type of Stolen/Recovered Vehicle		Mandatory

				Estimated Dollar Amount of Property Involved		Mandatory

				Property Involved		Mandatory

				Solvability Factors Associated with Complaint		Mandatory

		106		Ability to enter and maintain detailed information about all offenses associated with a case. 		Mandatory

		107		Ability to enter and maintain detailed information about all subjects associated with a case, such as arrested adults, juveniles, witnesses, complainants, missing persons, reporting party, victims, etc. 		Mandatory

		108		Ability to enter and maintain information about all arrests associated with a case. 		Mandatory

		109		Ability to enter and maintain information about all property associated with a case. 		Mandatory

		110		Ability to enter and maintain information about all field investigations associated with a case. 		Mandatory

		111		Ability to automatically link all information from a field investigation record to the original complaint report.		Mandatory

		112		Ability to enter and maintain information about all vehicles associated with a case. 		Mandatory

		113		Ability to support unlimited narrative input and editing capabilities for the original complaint report.		Mandatory

		114		Ability to support unlimited narrative input and edition capabilities for any type of supplemental report.		Mandatory

		115		Ability to capture crime analysis related information during case processing.		Mandatory

		116		Information from an incident record is automatically pulled into an associated case record to eliminate the need to enter the same data twice. 		Mandatory

		117		Ability to print hard copies of case records and supplemental reports.		Mandatory

		118		Ability to print a sanitized version of a case record for public use.  		Mandatory

		119		All entry information can be built into a report, which will plot on a map or generate a printable report.		Mandatory

		120		Ability to generate multiple case related reports for statistical crime analysis.		Mandatory

		121		Ability to support unlimited narrative input and editing capabilities for the original complaint report.		Mandatory

		122		Ability to attach multiple supporting documents of various types (e.g., Word, Excel, JPG, MPG, WAV, etc.) to a case record.		Mandatory

		ACCIDENT PROCESSING REQUIREMENTS

		123		Ability to enter, maintain and track all information about an accident. 		Mandatory

		124		Ability to enter, maintain and track detailed information about all subjects associated with an accident (e.g., drivers, passengers, pedestrians, witnesses, etc.) 		Mandatory

		125		Ability to enter, maintain and track detailed information about all vehicles associated with an accident. 		Mandatory

		126		Ability to attach multiple supporting documents of various types to an accident record. 		Mandatory

		127		Ability to link accident, incident and case numbers for investigative and search purposes.		Mandatory

		128		Ability to print accident report on demand.		Mandatory

		ARREST RECORDS REQUIREMENTS

		129		Ability to enter and maintain the following general arrest information: 		 

				Arrest Number		Mandatory

				Date/Time of Arrest		Mandatory

				Arrest Type 		Mandatory

				Arrest Status and Status Date/Time		Mandatory

				Associated Case Number		Mandatory

				Location of Arrest		Mandatory

				Name of Arrested Person		Mandatory

				Arresting Officer (multiple possible)		Mandatory

				Arresting Officer's Assigned Bureau		Mandatory

				Reporting Districts of the Arrest		Mandatory

				Assisting Arrest Officer		Mandatory

				Disposition of the Arrest		Mandatory

				Disposition Date		Mandatory

				Resulting Charge at Disposition		Mandatory

				Sentencing Information		Mandatory

				Bond Information		Mandatory

		130		Ability to enter and maintain information about all charges associated with the arrest.		Mandatory

		131		Ability to enter and maintain data on arrest and court dispositions. 		Mandatory

		132		Ability to enter and maintain information about any weapons involved in the arrest. 		Mandatory

		133		Ability to enter and maintain information about the various identification numbers associated with the arrest, such as a booking number, case number, warrant number and offender-based tracking system number. 		Mandatory

		134		Ability to properly report information per NIBRS requirements. 		Mandatory

		135		The software must link newly arrested individuals to previous arrests, if applicable.		Mandatory

		136		If one does not already exist, the software must automatically create a master name record at the time of the arrest processing. 		Mandatory

		137		The software must have easy access to an arrest register within a selected date range.		Mandatory

		138		An arrest record can be added at the time of the original complaint report or at a later date.		Mandatory

		139		In the event of an arrest at a later date, the software must have the ability to add additional supplemental narrative to the original complaint report.		Mandatory

		140		The software must require additional security to access juvenile records. 		Mandatory

		141		Ability to search for arrest records based on the following criteria: 		 

				Arrestee’s Name		Mandatory

				Arrest Date/Range		Mandatory

				Complaint/Case Number		Mandatory

				Arresting Officer ID		Mandatory

				Arrest Tracking Number		Mandatory

		142		Ability to print a variety of arrest related reports to facilitate the statistical analysis or arrest data, including the following: 		 

				Arrest by Court Disposition Date Report		Mandatory

				Arrest by Location Report		Mandatory

				Arrest by Officer Report		Mandatory

				Arrest Charge Summary Report		Mandatory

				Arrest Detail Report		Mandatory

				Arrest Register Report 		Mandatory

				Arrest Status Summary Report		Mandatory

		143		The software must provide equivalent reports for both juvenile and adult arrest records.		Mandatory

		IMPOUNDED VEHICLE PROCESSING REQUIREMENTS

		144		Authorized users must have the ability to enter and maintain the details of an impounded vehicle, including the following general information:		 

				Impound Date/Time		Mandatory

				Impound Lot		Mandatory

				Reason for Impounding		Mandatory

				Place of Storage		Mandatory

				Location Impounded From		Mandatory

				Towing Service		Mandatory

				Impounding Officers		Mandatory

				Vehicle Information (make, model, color, etc.)		Mandatory

		145		Ability to enter owner Information based on master name file selection.		Mandatory

		146		Ability to indicate owner notification date/time. 		Mandatory

		147		Ability to enter and maintain disposition information. 		Mandatory

		148		Ability to enter and maintain vehicle release information.		Mandatory

		149		Ability to enter and maintain associated incident, case, arrest, warrant, and booking information. 		Mandatory

		150		Ability to enter and maintain information about associated fees. 		Mandatory

		151		Ability to attach multiple supporting documents of various types to an impounded vehicle record. 		Mandatory

		COMPUTER AIDED INVESTIGATION REQUIREMENTS

		152		Ability to create an electronic lineup based on user-defined physical characteristics and/or other pertinent information. 		Mandatory

		153		Ability to easily modify, reorganize and print lineups. 		Mandatory

		154		Ability to use any single photo of possibly multiple available photos for a single lineup subject. 		Mandatory

		155		Ability to locate subjects using a single criterion or multiple criteria, including (but not limited to) physical characteristics, fingerprints, charges, scars, marks, tattoos, MO and handicaps. 		Mandatory

		156		Ability to use “Wild Card” Combinations, i.e., random lineups of subjects drawn from search results. 		Mandatory

		157		Ability to limit searches to a single jurisdiction or search all jurisdictions. 		Mandatory

		158		Ability to generate a crime analysis report based on user-defined report criteria, such as, but not limited to, specific criminal activity, offenses, M.O., entry/exit methods, evidence collected, location/scene, hate/bias and weapon used.		Mandatory

		159		Ability to search master names and businesses.  		Mandatory

		CRIME ANALYSIS REQUIREMENTS

		160		The software must capture crime analysis data in the complaint report and produce specific crime analysis reports:		 

				Date of Offense		Mandatory

				Time of Offense		Mandatory

				Location of Offense		Mandatory

				Description of the Premises		Mandatory

				Type of Offense		Mandatory

				Method and Point of Entry		Mandatory

				Description of Weapons Used		Mandatory

				Description of Tools Used		Mandatory

				Victim Data (Age/Relationship)		Mandatory

				Type of Property Stolen		Mandatory

				Suspect Vehicle Description		Mandatory

				Suspect Description		Mandatory

				M.O. Parameters		Mandatory

				Hard Copy and Map Plotting		Mandatory

		161		Ability to generate all reports using a report wizard to ensure that reports meet all requirements and are easy to build.		Mandatory

		162		Ability to generate a report that shows statistical data on crimes concerning the frequency and the distribution of crime throughout user-selected jurisdiction reporting districts.		Mandatory

		163		Ability to retrieve cases with similar crime modus operandi to assist investigators in solving crimes.		Mandatory

		164		Ability to identify the overall activity per crime type within a selected date range and reporting district.		Mandatory

		165		Ability to create reports that target specific types of crimes based on the following:		 

				Location (specific address) of Occurrence		Mandatory

				User Selected Crime Type		Mandatory

				Hate Bias Information		Mandatory

				Geographical Groupings of Crimes		Mandatory

				Similar Types of Victims		Mandatory

				Common M.O. of Crime		Mandatory

				Suspect Vehicle Description		Mandatory

				Suspect Physical Description		Mandatory

				Tools Used		Mandatory

				Weapons Used		Mandatory

				Property Targeted for Theft		Mandatory

				Point and Method of Entry		Mandatory

				Scene Category of Crime		Mandatory

				Theft Category of Crime (i.e., shoplifting from buildings, vehicles)		Mandatory

				Crime Attempts		Mandatory

		166		Ability to retrieve suspect names based on:		 

				Available photo		Mandatory

				Known Offender Address		Mandatory

				Past Criminal Contacts		Mandatory

				Past Vehicle Relations		Mandatory

				Pawn Transactions		Mandatory

				Weapon Registration		Mandatory

				Known Associates		Mandatory

		167		Ability to retrieve suspect vehicle information based upon:		 

				Model Year of Vehicle		Mandatory

				Make of Vehicle		Mandatory

				Model of Vehicle		Mandatory

				Style of Vehicle		Mandatory

				Top and Bottom Color of Vehicle		Mandatory

				License Plate of Vehicle		Mandatory

		168		Ability to retain information on vehicles obtained through:		 

				Field Interview Reports		Mandatory

				Prior Contacts with the Department		Mandatory

				Arrests		Mandatory

				Complaint Reports		Mandatory

				Citations/Moving Violations		Mandatory

				Accident Reports		Mandatory

				Want and Warrant Records		Mandatory

				Suspect Vehicles Record		Mandatory

				Impounded Vehicles		Mandatory

		169		Ability to retain M.O. characteristics in coded fields and search for same by selected parameters.		Mandatory

		170		Ability to generate report with M.O. parameters and crime specialties.		Mandatory

		171		Ability to retain information on known offenders, such as:		 

				Past Criminal Contact		Mandatory

				Sex Offenders		Mandatory

				Narcotics Offenders		Mandatory

				Parolees		Mandatory

				Court Probationers		Mandatory

		172		Ability to capture and retrieve juvenile information, including:		 

				Juvenile Demographic Information		Mandatory

				Juvenile Personal Characteristics		Mandatory

				Juvenile Guardian Information		Mandatory

		173		Ability to capture and retrieve crime analysis information from complaint records when information is included on a juvenile arrest.		Mandatory

		174		Ability to link related complaints together through capture of associated case numbers.		Mandatory

		CRIME REPORTING REQUIREMENTS

		175		The software must satisfy the physical requirements for automated submission (tape, bulletin board or Internet) to: 		 

				State Police Uniform Crime Reporting (Georgia UCR)		Mandatory

				Interface to the State Police via Internet, if applicable		Mandatory

		176		The software must transmit changed and updated records as well as original records within the reported month.		Mandatory

		177		The software must provide the required Incident Based Reporting data elements in the appropriate formats.		Mandatory

		178		The software must edit the monthly UCR/IBR information and identify errors before submission (for IBR, create as you go).		Mandatory

		WANTS AND WARRANTS REQUIREMENTS

		179		Ability to enter and maintain detailed information about want and warrant records, including (but not limited to) the following data elements: 		 

				File Transaction Number		Mandatory

				Court Warrant Number		Mandatory

				Court Case Number		Mandatory

				Wanted Number		Mandatory

				Wanted Driver’s License Number		Mandatory

				Wanted Social Security Number		Mandatory

				Reason for Change on Warrant		Mandatory

				Issuing Court		Mandatory

				Issuing Judge		Mandatory

				Wanted Alias(s)		Mandatory

				Date of Birth		Mandatory

				Subjects 		Mandatory

				Charges		Mandatory

				Bond Amount		Mandatory

				Vehicle Make/Model/Color		Mandatory

				Vehicle License Plate/State/Year		Mandatory

				Disposition		Mandatory

				Status History		Mandatory

				Activity		Mandatory

				Distance of Pickup		Mandatory

				Warning Remarks		Mandatory

				Background, if Applicable		Mandatory

				Area/Section within Warrant Venue		Mandatory

		180		Ability to display photo of the subject within the want/warrant record, whether by capturing an image with a digital camera or by uploading an image from a camera, computer disk or any TWAIN32-compliant imaging device. 		Mandatory

		181		Ability to display an alert whenever the name of a subject with an outstanding warrant is entered anywhere in the system.  		Mandatory

		182		Authorized users must be able to update the status of a warrant record whenever necessary. 		Mandatory

		183		Ability to assign warrant transaction numbers manually or automatically via an optional auto-incrementing feature. 		Mandatory

		184		Ability to generate a printed report displaying a log of all warrants within a specified date range.		Mandatory

		185		Authorized users have the ability to cancel outstanding warrant records. Authorization is based on user security profiles (ID, password, security permissions).		Mandatory

		186		Ability to cancel outstanding warrants for the following reasons:		 

				Recalled by Court		Mandatory

				Served on the Person		Mandatory

				Cleared of the Charge		Mandatory

				Beyond Statutory Limits		Mandatory

		187		Ability to maintain records on canceled warrants for an unlimited amount of time.		Mandatory

		188		In CAD, warrants are automatically searched based on the entry of matching name and/or matching address. A match on either of these search criteria will display a warning message for the user.		Mandatory

		189		Ability to generate a printed report that lists all canceled warrants within a specified date range.		Mandatory

		190		Ability to generate a printed warrant summary report that lists all warrant types and totals within a specified date range.		Mandatory

		TRAFFIC TICKET/CITATION REQUIREMENTS

		191		Ability to enter and maintain all information pertaining to traffic tickets and citations:		 

				Ticket Book Distribution		Mandatory

				Statistical Information by Department		Mandatory

				Statistical Information by Officer		Mandatory

				Ticket Deletions		Mandatory

				Status Changes		Mandatory

		192		Ability to maintain a history on each traffic ticket and citation produced, including (but not limited to) the following information:		 

				Name		Mandatory

				Violation		Mandatory

				Personal Information		Mandatory

				License Plate Number		Mandatory

				Vehicle Make and Model		Mandatory

				Vehicle Color		Mandatory

				Location		Mandatory

				Date/Time Stamped		Mandatory

				Statute/Ticket Type		Mandatory

				Court and Disposition Data		Mandatory

				Weather and Traffic Conditions		Mandatory

		193		Authorized personnel must have the ability to void/delete tickets.		Mandatory

		194		Ability to support multiple violations under a single ticket number.		Mandatory

		195		Ability to quickly search and access ticket/citation information using name, location, geographic area, officer and ticket type as search criteria.		Mandatory

		PERSONNEL MANAGEMENT

		196		Ability to display a photograph of an employee within the personnel record, whether by capturing an image with a digital camera or by uploading an image from a camera, computer disk or any TWAIN32-compliant imaging device. 		Mandatory

		197		Ability to link a personnel record with a personnel record(s) associated with another ORI. 		Mandatory

		198		Ability to enter and maintain the following general personnel information on every employee:		 

				Employee Full Name		Mandatory

				Employee Address		Mandatory

				Employee Badge and/or ID Number		Mandatory

				Social Security Number		Mandatory

				Home Phone Number		Mandatory

				Department Number and Extension		Mandatory

				Date of Birth		Mandatory

				Place of Birth		Mandatory

				Citizenship		Mandatory

				Current Rank		Mandatory

				Rank History		Mandatory

				Hire Date		Mandatory

				Termination Date		Mandatory

				Education, including Degrees, Certifications		Mandatory

				Special Skills		Mandatory

				Medical Information		Mandatory

				Department Injuries		Mandatory

				Blood Type		Mandatory

				Emergency Notification Information		Mandatory

				Employee Status or Promotions		Mandatory

				Reprimands		Mandatory

				Commendations		Mandatory

				Spouse’s Name		Mandatory

				Driver’s License Number		Mandatory

				Employee Demographic Information		Mandatory

				Disciplinary Actions		Mandatory

				Contact Information		Mandatory

		199		Ability to enter and maintain information about an employee's current assignment, as well as maintain a history of assignments. 		Mandatory

		200		Ability to track information about the equipment issued to each employee, including the following:		 

				Item Type		Mandatory

				Quantity		Mandatory

				Inventory Number		Mandatory

				Date Issued		Mandatory

				Condition of Item		Mandatory

				Returned Date		Mandatory

				Condition Returned		Mandatory

		201		Ability to enter and maintain information about an employee's education and training, including, but not limited to, the following:  		 

				Courses (e.g., Firearms Training, Hazmat Technician Training, etc.)		Mandatory

				Programs		Mandatory

				Certifications		Mandatory

				Basic Academy Training		Mandatory

				Military Training		Mandatory

				College Classes		Mandatory

		202		The software must maintain the following training related data elements:		 

				Employee ID Number		Mandatory

				Training Course Title		Mandatory

				Training Location		Mandatory

				Re-certification Date		Mandatory

				Length of the Course		Mandatory

				Course Completion Date		Mandatory

				Course Comments		Mandatory

				Course Expenses		Mandatory

				College Credit Hours		Mandatory

		203		Ability to enter and maintain information about any special skills an employee may have, including, but not limited to:		 

				Foreign Language		Mandatory

				Public Relations Training		Mandatory

				Bomb Disposal Training		Mandatory

				First Aid Training		Mandatory

				SWAT Training		Mandatory

				Breathalyzer Training		Mandatory

		204		Ability to perform weekly or monthly scheduling of employees for a minimum of 6 months.		Mandatory

		205		The software must provide the ability to print a summary report detailing all employees and all training conducted within a specified date range.		Mandatory

		206		The software must provide the ability to print a summary report of all training received by an employee during his/her course of employment.		Mandatory

		207		The software must provide the ability to print a detailed employee report with all fields of data in the personnel record.		Mandatory

		208		The software must provide the ability to print a summary department personnel listing sorted by Employee Name.		Mandatory

		209		The software must provide the ability to print a detailed department personnel listing sorted by Employee Name.		Mandatory

		210		Ability to display an photograph of an employee within the personnel record, whether by capturing an image with a digital camera or by uploading an image from a camera, computer disk or any TWAIN32-compliant imaging device. 		Mandatory

		PROPERTY ROOM PROCESSING

		211		Ability to enter and maintain the following property data:		 

				Item Number		Mandatory

				Piece Number		Mandatory

				Serial Number 		Mandatory

				Property Code (e.g., stolen, pawned, evidence)		Mandatory

				Property Tag Number		Mandatory

				Owner Applied Number		Mandatory

				Storage Location		Mandatory

				Quantity		Mandatory

				Value – Nearest Dollar		Mandatory

				Property Owner		Mandatory

				Date Property Received		Mandatory

				Item Category (guns, tools, vehicles, bicycles)		Mandatory

				Lab Report Cross-Reference		Mandatory

				Date of Disposal/Release		Mandatory

				Employee Authorizing Release		Mandatory

				Date Scheduled for Disposal		Mandatory

				Item Class (UCR)		Mandatory

				Free-form Descriptions		Mandatory

				Color		Mandatory

				Recovered for other Jurisdiction Flag		Mandatory

		212		Ability to enter and maintain the following additional elements for firearms:		 

				Gun Type		Mandatory

				Action (automatic, bolt action, carbine, pump)		Mandatory

				Caliber		Mandatory

				Make/Model		Mandatory

				Type of Firearm		Mandatory

				Condition		Mandatory

		213		Ability to enter and maintain the following additional elements for vehicles:		 

				Vehicle Type		Mandatory

				Color (top, bottom, interior)		Mandatory

				Vehicle Make		Mandatory

				Model		Mandatory

				License Plate/VIN		Mandatory

				Plate Year		Mandatory

		214		Ability to enter and maintain the following information for bicycles:		 

				Bicycle Make		Mandatory

				Model (boys, girls, tandem)		Mandatory

				Serial Number		Mandatory

				Speed		Mandatory

				Color		Mandatory

		215		Ability to tie a property item to a case. 		Mandatory

		216		Ability to maintain complete evidence tracking audit trail until final disposition of the property item.		Mandatory

		217		Ability to maintain details of all evidence retained in the property room for an indefinite amount of time. 		Mandatory

		218		Ability to maintain a disposition status for all evidence items after each item has been released.		Mandatory

		219		Ability to track items from reception to disposal. 		Mandatory

		220		Ability to maintain lab reports on fingerprint tests.		Mandatory

		221		Ability to enter and maintain information about the individual or organization to which the property was released.		Mandatory

		222		Ability to print an evidence inventory report by case number.		Mandatory

		223		Ability to print a property disposition report for all items disposed of.		Mandatory

		224		Ability to generate a report of property scheduled to be disposed of.		Mandatory

		225		Ability to print a property purge reminder list of items to be released within a user-selected date range.		Mandatory

		226		Ability to print a report displaying all items of property/evidence pertaining to a single report.		Mandatory

		227		Ability to restrict inquiry access to property/evidence records based on passwords.		Mandatory

		228		At the time of entry, the module must compare property records with previously entered property records (i.e., pawned, impounded, stolen, etc.). 		Mandatory

		229		The module must allow users to search for property based on the following search criteria: 		 

				Serial Number		Mandatory

				Owner’s Name		Mandatory

				Tag Number		Mandatory

				Case Number		Mandatory

				Owner Applied Number		Mandatory

				Make/Brand Name		Mandatory

				Property Type/Kind		Mandatory

				UCR/IBR Property Class		Mandatory

				Storage Location		Mandatory

				Vehicle Identification Number		Mandatory

		230		Ability to print location labels by specific location or range.		Mandatory

		231		Ability to set agency-defined label height, width and font size.		Mandatory

		232		Ability to print labels individually.		Mandatory

		233		Ability to automatically generate tag numbers.		Mandatory

		234		Ability to automatically enter a transaction when a tag is scanned.		Mandatory

		TRAINING

		235		Ability to create and maintain records on all the training courses for which personnel can register. 		Mandatory

		236		Ability to enter and maintain the following basic information for each course: 		 

				Course Title		Mandatory

				Category		Mandatory

				Keyword		Mandatory

				Description		Mandatory

				Active/Inactive		Mandatory

				Instruction Method		Mandatory

				Recertification Period		Mandatory

				Recertification Units 		Mandatory

		237		Ability to enter and maintain course information regarding hours and default provider, including the following: 		 

				Duration		Mandatory

				Units		Mandatory

				Number of Days		Mandatory

				Credit Hours		Mandatory

				Other		Mandatory

				Default Provider Name, Address and Phone		Mandatory

		238		Ability to view course history and the scheduling of a given course, including the following information:  		 

				Course Title		Mandatory

				Category		Mandatory

				Start Date/Time		Mandatory

				End Date/Time		Mandatory

				Provider		Mandatory

				Address		Mandatory

				Location		Mandatory

		239		Ability to create and maintain course objectives. 		Mandatory

		240		Ability to attach multiple supporting documents of various types to each course record.		Mandatory

		241		Ability to search for existing course records based on the following user-defined search criteria: 		 

				Course Code		Mandatory

				Title		Mandatory

				Category		Mandatory

				Keyword		Mandatory

				Active/Inactive/All		Mandatory

				Program		Mandatory

		242		Ability to create, maintain and track scheduled course records, i.e., schedules for individual courses. 		Mandatory

		243		Ability to enter and maintain the following basic information for each scheduled course record: 		 

				Start Date/Time		Mandatory

				End Date/Time		Mandatory

				Provider		Mandatory

				Course Required/Not Required		Mandatory

				Course 		Mandatory

				Course Location		Mandatory

				Address		Mandatory

				Phone Number		Mandatory

				Activity Code		Mandatory

				Days of the Week		Mandatory

				Training Type		Mandatory

				Remarks (free-form narrative)		Mandatory

		244		Ability to enter and maintain the following cost related information for each scheduled course record: 		 

				Expense Type		Mandatory

				Amount		Mandatory

		245		Ability to indicate all subjects associated with the scheduled course, including instructor and attendees. 		Mandatory

		246		Ability to attach multiple supporting documents of various types to each scheduled course record.		Mandatory

		247		Ability to search for existing scheduled course records based on the following user-defined search criteria: 		 

				Course Code		Mandatory

				Course Number		Mandatory

				Provider		Mandatory

				Location		Mandatory

				Instructor 		Mandatory

				Program		Mandatory

				Course Start Date/Time Range		Mandatory

		248		Ability to create, maintain and track training program records.  		Mandatory

		249		Ability to associate mulitple required courses with a training program. 		Mandatory

		250		Juvenile disposition in FBR transferring to RMS		Mandatory

		251		Multiple case dispositions (original deputy / Investigator amended disposition)		Mandatory

		252		Juveinle complaint form must be a form option and self populate in Juvenile module		Mandatory

		253		CJIS Security Policy compliance		Mandatory





Case Mgmt

		Case Management				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to maintain a database of current cases and statuses.		Mandatory

		2		Ability to use the module as a supervisory tool.  		Mandatory

		3		Ability to assign or reassign officers to cases. 		Mandatory

		4		Ability to assign case activities to officers. 		Mandatory

		5		Ability to enter and maintain solvability factors. 		Mandatory

		6		Ability to view status history. 		Mandatory

		7		Ability to view disposition history. 		Mandatory

		8		Ability to generate numerous statistical reports. 		Mandatory

		9		Ability to track assigned and unassigned cases. 		Mandatory

		10		Ability to track cases by case status. 		Mandatory

		11		Ability to track cases by officer, squad, assigned bureau, activity type and activity officer.		Mandatory

		12		Ability to enable automatic e-mail notifications to appropriate personnel whenever a case is updated or a report is added to a case.		Mandatory

		13		When information is entered into the module, it must be automatically updated in the master name file under the corresponding tab in RMS. 		Mandatory

		14		Ability to change/amend/correct case disposition		Mandatory





Career Criminal

		Career Criminal Registry				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Agency-defined categories are required, e.g., Sex offender, Violent Offender, DUI.		Mandatory

		2		Agency-determined violent vs. non violent is required. 		Mandatory

		3		Ability to create agency-defined statuses.		Mandatory

		4		Ability to identify parole/probation agents.		Mandatory

		5		Ability to capture terms and conditions.		Mandatory

		6		Ability to capture complete registrant department history.		Mandatory

		7		Ability to indicate all (unlimited) offenses.		Mandatory

		8		Ability to capture registration dates.		Mandatory

		9		Ability to import and attach a variety of document types to career criminal records. 		Mandatory

		10		Ability to enter additional comments (i.e., free-form narrative). 		Mandatory

		11		Ability to automatically create officer warnings throughout system.		Mandatory

		12		Ability to display subject photo(s) within a career criminal record, capture image via digital camera, and upload images via digital camera, hard drive, or any TWAIN32-compliant device. 		Mandatory

		13		Ability to automatically create system wide alerts on all registrants.		Mandatory

		14		Ability to create department-specific reports from any and all captured fields. 		Mandatory

		15		Ability to quickly reference all activity of listed registrants.		Mandatory

		16		Ability to quickly reference all registrants’ department activity.		Mandatory





Narcotics

		Narcotics Management				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to create and maintain agency-defined investigation types. 		Mandatory

		2		Ability to create agency-defined investigation statuses.		Mandatory

		3		Investigation records must be tied to a location and provide full access to location history. 		Mandatory

		4		Ability to tie an investigation to a case number and case ORI. 		Mandatory

		5		Ability to manage associated assignments within the investigation record.		Critical 

		6		Ability to track all investigation activities within the investigation record.		Mandatory

		7		Ability to tie to associated intelligence records and other investigation numbers. 		Mandatory

		8		Ability to track an unlimited number of subjects with full access to their master name files and agency histories.		Mandatory

		9		Ability to track subject activities. 		Critical

		10		Ability to tie an unlimited number of confidential informants to an investigation record. 		Mandatory

		11		Ability to track an unlimited number of associated vehicles and .		Mandatory

		12		Ability to track all charges (pending or otherwise) associated with an investigation. 		Mandatory

		13		Ability to track court information associated with a charge. 		Mandatory

		14		Ability to track all drug buys, i.e., narcotics purchased during the course of the investigation. 		Mandatory

		15		Ability to track all drug purchasing locations. 		Mandatory

		16		Ability to track all monies used in drug buys.		Mandatory

		17		Ability to track all charges associated with a particular drug buy. 		Mandatory

		18		Ability to track property associated with the investigation. 		Mandatory

		19		Ability to attach unlimited supporting documents of various types to an investigation record. 		Mandatory

		20		Ability to generate a variety of narcotics related reports to facilitate statistical analysis.		Mandatory

		21		Ability to create, maintain and track intelligence records associated with narcotics investigations. 		Mandatory

		22		Ability to tie a confidential informant to an intelligence record. 		Mandatory

		23		Ability to secure intelligence records, make them accessible to only those users with the proper Narcotics Management security permissions. 		Mandatory

		24		Ability to enter and maintain information about intelligence related payments. 		Mandatory

		25		Ability to tie intelligence to and define roles for the following:		 

				Person		Mandatory

				Location		Mandatory

				Vehicle		Mandatory

				Ensuing investigation		Mandatory

		26		Ability to attach unlimited supporting documents of various types to an intelligence record. 		Mandatory

		27		Ability to create, maintain and track separate records about confidential informants. 		Mandatory

		28		Ability to track all confidential informant activities. 		Mandatory

		29		Ability to document current confidential informant status. 		Mandatory

		30		Ability to document and track confidential informant reliability.		Mandatory

		31		Ability to track all monies paid to a confidential informant. 		Mandatory

		32		Ability to attach multiple supporting documents of various types to a confidential informant record.		Mandatory

		33		Ability to track all narcotics-related funds and transactions. 		Mandatory

		34		Ability to set user security permissions for all narcotics applications and reports.   		Mandatory

		35		Ability to share department-specific and designed information.		Mandatory

		36		Ability to generate a variety of narcotics related reports to facilitate statistical analysis. 		Mandatory





Briefing Notes

		Briefing Notes				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		A daily summary report must include information on wanted/missing persons, outside alerts, stolen vehicles and personal/property crimes.		Mandatory

		2		The software must support BOLOs for vehicles, including make/model and narrative.		Mandatory

		3		The software must support BOLOs for people, including attributes for sex, race, height and narrative.		Mandatory

		4		The software must allow for an expiration to be setup for a BOLO.		Mandatory

		5		The application must be configurable to select specific incident types for inclusion 		Mandatory





Activity Time Tracking

		Activity Time Tracking				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to track the amount of time personnel spend on system-wide RMS related activities.		Highly Desirable

		2		Ability to track time against the following activity types: 		 

				Accidents		Highly Desirable

				Administrative		Highly Desirable

				Arrests		Highly Desirable

				Building Documents		Highly Desirable

				Business		Highly Desirable

				Cases		Highly Desirable

				Field Investigations		Highly Desirable

				Gun		Highly Desirable

				Impounded Vehicles		Highly Desirable

				Incidents		Highly Desirable

				Personnel		Highly Desirable

				Persons		Highly Desirable

				Property		Highly Desirable

				Tickets and Citations		Highly Desirable

				Vehicles		Highly Desirable

				Wants and Warrants		Highly Desirable

		3		Ability to generate a time tracking report to facilitate the analysis of time that personnel spend on RMS related activities. 		Highly Desirable





Data Analysis

		Data Analysis & Mapping				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Authorized users must be able to run a query on nearly every field in the RMS software to generate reports.		Mandatory

		2		The Management Reports must track statistical, operational, investigative, management and administrative data.		Mandatory

		3		The module must be fully integrated with RMS and all optional modules.		Mandatory

		4		Once data is extracted from a query, the user must be able to:		 

				Save and Edit the query at a later date		Mandatory

				Export to one of the supported formats (Excel, XML, CSV, and Text)		Mandatory

				Plot data on a map		Mandatory

				Generate and Print the final report		Mandatory

		5		Users can only query data they are authorized to view within the system.		Mandatory

		6		The module must allow users to customize the following report elements:		 

				Alignment		Mandatory

				Titles and Subtitles		Mandatory

				Graphics (e.g., agency logo)		Mandatory

		7		The module must support electronic transfer of reports to management officials.		Mandatory

		8		The module must provide customizable pull-down menus that allow users to quickly select data to query.		Mandatory

		9		The software must support pin-mapping and plot incidents on a map to show: 		 

				Incidents near specific businesses, such as liquor stores		Mandatory

				Incidents near specific street, cross streets, stop lights, etc.		Mandatory

				Incidents near specific schools		Mandatory

				Incidents in specific regions		Mandatory

				Incidents by type 		Mandatory

				Incidents by date/time		Mandatory

		10		The software must provide an agency-defined list of topics located in the drop down menus, including:		 

				Accidents		Mandatory

				Incidents		Mandatory

				Cases		Mandatory

				Offenses		Mandatory

				Arrests		Mandatory

				Warrants		Mandatory

				Tickets/Citations		Mandatory

				Jackets		Mandatory

				Property		Mandatory

				Case Subjects		Mandatory

				Bookings		Mandatory

				Field Investigations		Mandatory

		11		The wizard must allow users to specify information such as, but not limited to, the following:		 

				Date and Date Ranges		Mandatory

				Time and Time Ranges		Mandatory

				ORIs		Mandatory

				Address and Address Ranges		Mandatory

				Types		Mandatory

				Maps		Mandatory

				Specific Beats		Mandatory

		12		Ability to name and save a query, and quickly access a saved query at a later date.		Mandatory

		13		Users can only query data they are authorized to view within the system.		Mandatory

		14		The module must support agency-defined icons to represent records from the query.		Mandatory

		15		Ability to display detailed information about an incident, accident, etc., on mouse-over of each map icon.  		Mandatory

		16		Ability to zoom and pan.		Critical 

		17		Ability to apply multiple and various layers for more details.		Mandatory

		18		The module must have a density map to provide a number of levels, including crime areas, streets, common places, etc.		Mandatory

		19		The module must have a hot spot map to show high crime areas.		Mandatory

		20		Ability to import data into other spreadsheets or database programs so users can create  high quality, meaningful reports.		Mandatory

		21		The module must be able to map crime trends by M.O., location, subject or weapon.		Mandatory

		22		All data must link to state UCR programming and statistical reporting		Mandatory





Property Room Mgmt

		Property Room Management				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		The system must manage categories of property, including pawned, evidence, recovered, and found.		Mandatory

		2		Categories of properties must be interrelated within the system.		Mandatory

		3		The system must track and index stolen and lost property.		Mandatory

		4		The system must assign property identification numbers.		Mandatory

		5		The system must have the ability to capture location and tag numbers so that property can be located in the property room.		Mandatory

		6		The system must enable releasing and the disposition tracking of all categories of property.		Mandatory

		7		The system must be able to track property sent to labs for analysis.		Mandatory

		8		The system must have the ability to track the location of all evidence related to a given case number.		Mandatory

		9		The system must be able to track all names of persons associated with the property and the relationship of the persons to the property.		Mandatory

		10		The property room management module will allow the user to search for a property item by descriptive data (make, module, serial number.) or by case number.		Mandatory

		11		The system will allow the user to multiply select several items within a case for movement, check out, check in, and/or disposal.		Mandatory

		12		All property and people information from a case must be able to be pulled into a property sheet without re-entry of data		Mandatory

		13		Tags must be created for all property items complete with bar code labels for easier tracking and auditing.		Mandatory

		14		The system must be able to use perform and inventory audit using a bar code reader.		Mandatory

		15		The system will track the chain of custody for all items within the property room management module.		Mandatory

		16		The system must be able to generate transactions for individual items or user selected groups of items.		Mandatory
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Equipment Tracking

		Equipment Tracking				Criticality Codes: M=Mandatory,		How Addressed by the Vendor's Solution

						C=Critical, H=Highly Desirable, 

						D=Desirable

						Requirement Criticality		Response  Core/Mod/Option/Custom/Not Incl		Mod Hours		Vendor Comments and/or explanations

		1		Ability to set up multiple county departments and set department based permissions (i.e. Sheriff's Office, Fire Department, 911 Center, Fleet Services, IS&T, etc.)		Mandatory

		2		Ability to enter and maintain detailed records on all department specific equipment.		Mandatory

		3		Ability to create and maintain department-defined equipment categories.		Mandatory

		4		Ability to create and maintain department-defined equipment types.		Mandatory

		5		Ability to define equipment type by equipment category.		Mandatory

		6		Ability to generate reorder threshold reports.		Mandatory

		7		Ability to enter and maintain records about your agency's inventory items, such as the item number, item name, use type, category, agency cost, usage times, measurement type, manufacturer, vendors, etc.. 		Mandatory

		8		Ability to create and maintain supply records, by which supply items can be added to the inventory system, which contain general information such as lot number, batch number and expiration date, as well as usage and supply area information. 		Mandatory

		9		Ability to execute a search for supplies, and limit the search to specific user-defined criteria, such as use type, supply area, vendor, item, and more. 		Mandatory

		10		Ability to generate multiple inventory related reports. 		Mandatory

		11		Ability to easily check and update inventory on-hand amounts. 		Mandatory

		12		Ability to track and assign equipment by: 		 

				Department		Mandatory

				Personnel		Mandatory

				Division		Mandatory

				Unit		Mandatory

				Vehicle		Mandatory

				Location		Mandatory

		13		Ability to capture equipment issued and return dates. 		Mandatory

		14		Ability to capture equipment condition when assigned to personnel.		Mandatory

		15		Ability to capture equipment condition when returned.		Mandatory

		16		Ability to capture the name of the person who issued the equipment. 		Mandatory

		17		Ability to capture equipment purchase information, such as purchase date, the name of the individual from whom an equipment item was purchased, P.O. number, and retail and original cost.  		Mandatory

		18		Ability to update personnel jackets with issued equipment.		Highly Desirable

		19		Ability to schedule equipment for department-specific maintenance.		Highly Desirable

		20		Ability to associate with department-specific inventory number.		Critical 

		21		Ability to capture and report by equipment serial number.		Mandatory

		22		Ability to create and maintain department-specific equipment activities (maintenance).		Highly Desirable

		23		Ability to enter and schedule department-specific equipment related activities.		Highly Desirable

		24		Ability to track complete equipment history. 		Mandatory

		25		Ability to attach multiple and various supporting documents to equipment records. 		Mandatory

		26		Ability to integrate Barcode reader for equipment tracking		Mandatory





Implementation

		IMPLEMENTATION

		Item #		Requirement Description		Primary Task Owner
Vendor/County/Both		High-Level Timeline

				Pre-Orientation Preparation - To be completed prior to the initial vendor visit				No more than 30 days after contract execution.

		1		Call(s) with County PM and Public Safety COI to plan initial tasks and work sessions.

		2		Send initial task plan(s), vendor staff assignments, and application documentation for review, prior to the Orientation work session.  Documentation must include report lists and examples, user manuals, technical staff requirments.

		3		Call(s) with County PM and Public Safety COI to review any concerns with any of the following:

		 		      Tasks and/or task timelines

		 		      Scheduling issues and/or "unavailable" dates

		 		      Clarification or Information requirements needed from either party

		 		      Modification timelines and information requirements of the County

		4		Delivery and quality of required documentation from the Vendor, to include:

				      Documentation on all standard reports

				      Screen shots for all data screens in the application

				      Overall user operations guide(s)

		5		Review goals and objectives for the initial Vendor Project Orientation work session (discuss attendance, timelines, agenda, etc.)

				Vendor Project Orientation/Kick-Off - To be attended by all Vendor staff and County Project Team and SMEs (Possibly the County ITGC)				No more than 14 days 
after the Pre-Orientation Call(s)

		6		Vendor and County PM provide a high-level overview of the project

		7		Major task groups and task objectives:

		 		Training overview (SME and End-User)

		 		Testing

		 		Modification timelines  

		 		Data conversion - Overview of general roles (vendor and County)

		 		Go-live overview

		 		Post-Go live support

		8 		Planned new releases and schedules

		9		Resource commitment requirements

		10		Project "Charge" given by Public Safety COI

				Vendor Training - SME				No more than 14 days 
after Orientation

		11		Develop SME training program:

		 		      Identify Participants (County) - Communicate list to all involved parties

		 		      Define and Document training goals

		 		      Scheduling issues and/or "unavailable" dates

		12		Implement SME training

		13		Request, receive and process post-training feedback from the SMEs

				Vendor Configuration Support and Verification				Directly After SME Training 
is Completed

		14		Provide detailed Configuration Planning documentation:

		 		      Configuration Sequence with pre-requisites 

		 		      Example configuration

		 		      Do's and Don'ts for configuration

		15		Implement System configuration

		16		Ongoing review of configuration quality and viability

				Vendor Data Conversion and Testing - To include all approved Pre-Go-Live modifications				As Soon after 
Project Initiation as possible.

		17		Initial Data Conversion planning session with Vendor and Public Safety COI (i.e., DBAs)

		18		Delivery of new application screen shots - All screens with data to be converted.

		19		Review of current screen shots with screen and field level IDs. 

		20		Work with County project team and DBAs to map current fields to new system fields on the screen shots

		21		Review of mapped screen shots with conversion data fields identified by screen and field #. 

		22 		Develop Data Conversion plan and timelines (Roles and Responsibilities) - Obtain Public Safety COI approval.

		23		Conversion Plan Implementation:

		 		      Build - Data pulls and pushes

		 		      Test - SME verification that data has been transferred as planned.

		 		      Evaluate, make corrections, and adjust as needed.

		24		Perform broad-based SME systems testing - to include data configuration, modifications, RFP requirements.

		25		Evaluate, make corrections, and adjust schedule as needed.  Identify all pre go-live and post go-live issues.

		26		Go/No Go decision - 1st of 3

				Vendor End-User Training				Within 30 Days of Go-Live 
(less if possible)

		27		Develop End-User training program:

		 		     Identify Participants (County) - Communicate list to all involved parties		 

		 		     Define and Document training goals

		 		     Scheduling issues and/or "unavailable" dates

		 		     Implement End-User training

		 		     Request, receive and process post-training feedback from the trainees

				Go-Live Planning				No less than 90 days before Go-Live

		28		Schedule and communicate final Go-Live date(s) and time(s)

		29		Identify County/Vendor Go-Live Support Team (GLST)

		30		Develop GLST deployment plan

		31		Final Data Conversion Test and Evaluation

		32		Go/No Go decision (County) - 2cd of 3

				Vendor Final Data Conversion and Go-Live Support				Go-Live

		33		Schedule and communicate final Go-Live date(s) and time(s)

		34		Final Data Conversion Test and Evaluation

		35		Go/No Go decision (County) - 3rd of 3

		36		Final Data Conversion and Go-Live

		37		Ongoing review of data quality and viability

				Vendor Post Go-live Support - To include all approved Post-Go-Live modifications				Post-Go-Live

		38		Post-Go live Vendor/County Project Team work session - Review, evaluate, and plan next steps





